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A Message from Ben Campbell 

Dear Colleagues,

As a member of C.H. Robinson, there are guiding principles and 
policies set out in the Corporate Compliance Program, which include 
the Code of Ethics, that everyone must be aware of and adhere to. The 
compliance guidelines are invaluable to the organization and our overall 
success.

The Code of Ethics is designed to govern our organization and support 
our efforts to create an adaptable, collaborative and compliant company 
culture. We expect everyone from the top down to adhere to the 
policies in the Corporate Compliance Program and Code of Ethics to 
gain and keep the confidence and support of customers, regulatory 
agencies, the public and our team members. However, most important 
of all, compliance is simply the right thing to do.

With these policies, our EDGE values and Leadership Principles, and the 
support and drive of every team member, we deliver on our vision to 
accelerate commerce through the world’s most powerful supply chains. 
You are important in these efforts and our overall success. If you have 
questions, use the Code of Ethics as a helpful guide. It is also important 
to understand your reporting obligations. If you see something not 
reflective of our Company purpose ,vision, mission, values, Leadership 
Principles or policies, report it in good faith and with positive intention.

Thank you in advance for your continued commitment to the highest 
standards of business ethics and for keeping the passion for success 
alive at C.H. Robinson.

Sincerely, 

Ben Campbell 
Chief Legal Officer



Introduction
The C.H. Robinson Worldwide, Inc. Code of Ethics (“Code”) requires you to comply 
with high standards of business conduct and the law on a global level.

Our Code reflects our company culture and our abiding commitment to do what is 
right. The Code is also necessary to effectively manage our business. All employees, 
contingent workers, directors, officers and board members of C.H. Robinson and its 
subsidiaries (our “team”) are required to know and follow the code, as well as all appli-
cable laws and regulations. If a situation arises where there may be a conflict between 
the Code and the applicable laws of the country in which you are located or doing 
business, you should consult with the Legal Department. We are committed to doing 
business ethically and within the law.

Nothing contained in this Code, or other communications relating to this Code, 
creates or implies an employment contract or term of employment. C.H. Robinson 
continuously reviews its policies, and this Code is therefore subject to modification.

Throughout this Code, the terms “C.H. Robinson” and “Company” refer interchange-
ably to C.H. Robinson Worldwide, Inc. or any Company, division, market unit or 
business unit, subsidiary or majority-owned venture of C.H. Robinson Worldwide, Inc. 
The Code applies to every C.H. Robinson employee, contingent worker and director in 
any Company, division, subsidiary, market unit or business unit, including joint ven-
tures where C.H. Robinson maintains management control (our “team”). Regardless 
of where an employee works (in office or remote), C.H. Robinson rules and policies 
apply. In addition to the Code of Ethics, there may also be more regional policies and 
expectations applicable to employees depending on their location. Please refer to 
your regional handbook for specifics.
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Mission
Our people, processes and technology improve the 
world’s transportation and supply chains, delivering 
exceptional value to our customers and suppliers.

Vision
Accelerating commerce through the world’s most 

powerful supply chain platform.

Evolve constantly: 
We try new things and 
never stop learning or 

challenging.

Values

Deliver excellence: 
We go the extra mile, 

because good enough is 
never good enough.

Grow together: 
We value relationships 

and are smarter and 
stronger as a diverse and 

unified team.

Embrace integrity: 
We do what we say we 
will do, and we do what 

is right.

Mission, Vision, Values and 
Leadership Principles 
C.H. Robinson has a long-standing history of demonstrating 
high standards of ethics, respect and integrity at all levels of the 
organization. We know how important it is to do the right thing 
in our business practices and in our relationships – inside and 
outside of the Company.

Customer, Carrier and Vendor Integrity
Our customers, carriers and vendors have high expectations 
of us, and we have even higher expectations of ourselves. We 
exhibit ethics and integrity in all we do. We hold each other ac-
countable to the highest ethical standards and report potential 
violations that pose a risk to our customers, carriers, vendors, 
communities, team members or to our Company’s reputation.

Company and Employee Integrity
Our values support our vision and shape our culture. They are 
critical to building trust and respect in our Company, industry 
and with our employees, customers, carriers, vendors and share-
holders. Based on our values, our Leadership Principles provide 
a common language for employee behaviors – connecting us 
with a shared meaning of who we are and how we do things 
at C.H. Robinson. We are committed to ethical behavior and 
expect all employees to demonstrate and live by the values and 
Leadership Principles we share as an organization.

Leadership Integrity
The people on our board of directors and executive leadership 
team hold themselves to the same high standards of conduct 
we expect of all team members and business partners. It is 
everyone’s obligation to set the right example for behavior and 
workplace conduct and to live by these values and Leadership 
Principles to maintain our reputation as a trusted, respected and 
ethical industry leader.

Purpose
Together, we keep the world moving forward. Every shipment. Every challenge. Every day. 
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Evolve 
Constantly

Deliver 
Excellence

Embrace 
Integrity

Grow 
Together

Deliver Exceptional Results 
Generate exceptional results to drive value 
for our customers, carriers, shareholders 
and employees. Hold yourself and others 
accountable to consistently go above and 
beyond to meet commitments and grow 
our position as one of the world’s largest 
logistics platforms.

Compete to Win 
Encourage big thinking at all levels and 
through all aspects of our work. Estab-
lish and commit to a long-term business 
direction while continually looking ahead 
to future possibilities and translating them 
into breakthrough strategies.

Adapt and Change 
Challenge the status quo and commit to a 
growth mindset that fuels the transforma-
tion of our business. Execute with urgen-
cy to make decisions and meet shifting 
demands in real-time.

Constantly Innovate and Improve 
Bring new ideas and new ways of work-
ing to the forefront, embrace change 
and commit to adoption of our evolving 
model. Commit to continuous improve-
ment of your own skillset and management 
discipline. Keep your tools sharp and your 
knowledge current about the pace of 
change in the competitive technology and 
customer landscapes.

Value Differences 
Recognize that diversity makes us a 
smarter, stronger team. Take meaningful 
action to create a safe environment where 
everyone is comfortable and positioned 
to thrive. Reduce barriers and support the 
systems and policies that provide equity 
for our people and our communities.

Inspire 
Be relentless and transparent with your 
communication. Share as much as you can, 
as consistently as you can, about our direc-
tion and future state. Champion your team. 
Seek feedback, recognize great work and 
share challenges to establish trust, a sense 
of inclusion and two-way communication 
that yields greatness.

Coach and Develop our People 
Build a deep understanding of the skills 
and abilities of your people. Commit to 
their long-term personal and professional 
growth and take accountability for see-
ing them grow and advance. Align their 
passion with their potential and commit to 
consistently providing feedback, develop-
ment opportunities and recognition.

Think Like the Customer 
Guarantee our internal and external 
customer’s perspective is a driving force 
behind strategic priorities, business deci-
sions, processes and individual activities. 
Serve and empower your team to facilitate 
collaboration, increase performance and 
serve our customer better than anyone 
else. Advocate for our customers’ needs 
and deliver excellent service.

Leadership Principles 
Our Leadership Principles translate our EDGE values into clear behaviors.
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Human Rights
C.H. Robinson manages business with the belief that all people, 
regardless of their nationality, religion, place of origin, sex, lan-
guage or any other status, should be treated with integrity and 
respect. It is a fundamental value within our cultural integrity, 
and one that we expect you and business partners to maintain.

Protecting Others
We are committed to protecting the human rights of our team 
and business partners globally and the communities where we 
operate. For C.H. Robinson, this is reflected in issues such as 
equal opportunity and fair treatment, compliance with national 
and local regulations on wages and work hours, a safe working 
environment and privacy and proper handling of Personally 
Identifiable Information (PII).

Human Rights in Communities
We hope to positively impact human rights within the commu-
nities in which we operate. We do not tolerate exploitation, 
human trafficking, forced labor, slavery or human rights abuses 
of any kind. We expect customers and suppliers to uphold their 
strong principles and encourage them to adopt similar practices 
within their own businesses. As part of our broad effort, respect-
ing human rights and dignity is integrated and valued in all we 
do.

Alignment with our Mission, Vision, Values and 
Leadership Principles 
We earn the trust of our team and stakeholders by acting upon 
our strong purpose, vision, mission, values and Leadership Prin-
ciples and our policies reflect these values. Our policies exhibit 
our commitment to respecting human rights and employment 
practices, such as our Global Data Privacy Policy, Anti-Bribery 
and Anti-Corruption Policy, Anti-Money Laundering Policy and 
our Non-Discrimination and Anti-Harassment Policy.

Anti-Human Trafficking Policy 
C.H. Robinson does not permit child, prison, forced or trafficked 
labor in our operations. C.H. Robinson employees, subsidiaries, 
contractors, subcontractors, vendors, suppliers, partners and 
others through whom C.H. Robinson conducts business must 
avoid complicity in any practice that constitutes trafficking in 
persons or slavery, which includes but is not limited to the illegal 
movement of people, trafficking in persons, sexual exploitation, 
and the use of forced or child labor of any form. C.H. Robinson, 
its employees, contractors, subcontractors (includes suppliers 
and agents), contingent workers and others performing work on 
behalf of C.H. Robinson are prohibited from: 

• Engaging in any form of trafficking in persons.

• Procuring illegal commercial sex acts. 

• Using forced labor in the performance of the contract.

• Destroying, concealing, confiscating, or otherwise denying 
access by an employee to the employee’s identity or immi-
gration documents. 

• Using misleading or fraudulent recruitment practices, such 
as failing to disclose basic information or making material 
misrepresentations during the recruitment of employees 
regarding the key terms and conditions of employment, 
including wages and fringe benefits, and, if applicable, the 
hazardous nature of the work.

• Charging employees or candidates recruitment fees. 

Consistent with Integrity at C.H. Robinson, team members are 
expected to treat all people with fairness, dignity and respect. 
C.H. Robinson is committed to acting against human trafficking, 
child labor, and forced labor in our operations. If such activity 
occurs, the C.H. Robinson response may include terminating 
employment, contracts and other such measures that will ensure 
no further inappropriate activity occurs. Any team member that 
believes they have been a victim of human trafficking, child labor 
or forced labor, or has knowledge of such offenses should exer-
cise the C.H. Robinson policy to report such incident to Human 
Resources, the Legal Department or utilize the anonymous re-
porting process. Any team member aware of possible violations 
of these policies is required to immediately report the situation. 

https://chrobinson.service-now.com/hr?id=hr_landing_page
https://chrobinson.service-now.com/hr?id=hr_landing_page
http://worknet/legal
https://secure.ethicspoint.com/domain/media/en/gui/50885/index.html
https://secure.ethicspoint.com/domain/media/en/gui/50885/index.html
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Non-Discrimination and 
Anti-Harassment Policy
Equal Employment Opportunity
The C.H. Robinson policy gives equal opportunity in recruit-
ment, employment, training, compensation, promotion and 
all other terms and conditions of employment or work to each 
individual without regard to race, color, religion, gender, sex 
(including pregnancy, childbirth, medical conditions related to 
pregnancy or childbirth, breastfeeding or medical conditions 
related to breastfeeding/lactation), sexual orientation, gender 
identity, marital status, age, national origin, disability, military 
service or status or any other legally protected characteristic.

Reasonable accommodations are provided to applicants, 
employees and other team members with disabilities to enable 
them to be considered for and perform available positions for 
which they are qualified. It is a violation of this policy for any 
employee or team member to cause or allow any form of dis-
crimination in violation of this policy.

Anti-harassment Policy
C.H. Robinson is committed to maintaining a workplace free 
from unlawful harassment. 

Defining Harassment
Harassment is a form of discrimination and is strictly prohibited. 
Harassment can occur based on any protected characteristic, 
such as race (including natural hairstyle), national origin (in-
cluding work authorization), religion, age, gender (including 
gender identity), sex (including pregnancy, childbirth, medical 
conditions related to pregnancy or childbirth, breastfeeding or 
medical conditions related to breastfeeding/lactation), sexual 
orientation, gender identity, etc. Harassment based on sex can 
present unique issues, including the possibility of unwelcome 
sexual advances.

It is a violation of C.H. Robinson policy for any person to sug-
gest, threaten or insinuate, either explicitly or implicitly, that any 
employee’s submission to, or rejection of, sexual advances will 
in any way, either positively or negatively, affect their working 
conditions.

Anti-Harassment Responsibilities of Leadership
Those in a leadership role have additional responsibility to 
ensure no activities are allowed to take place at work or at com-
pany-sponsored events that create a harassing, intimidating, 
hostile or offensive work environment based on sex or any other 
protected characteristic.

Sexual harassment is a form of sex discrimination and is unlawful 
under federal, state and (where applicable) local law. Unwel-
come sexual advances, requests for sexual favors and other 
verbal or physical contact of a sexual nature constitutes sexual 
harassment when:

• Submission to such conduct is made either explicitly or 
implicitly on a term or condition of an individual’s employ-
ment.

• Submission or rejection of such conduct by an individual 
is used as a basis for employment decisions affecting such 
individual.

• Such conduct has the purpose or effect of unreasonably 
interfering with an individual’s work performance or creating 
an intimidating, hostile or offensive working environment. 

No team member, whether in a leadership position or oth-
erwise, shall engage in any unwelcome physical contact or 
touching of another team member. Sexual contact or touching is 
strictly prohibited. 

Anti-Harassment Responsibilities
Words and actions also can be harassment just like demands for 
sexual favors or unwelcome physical contact. For example, you 
must not:  

• Make harassing or threatening comments or gestures based 
on gender or any other protected characteristic.

• Make unwelcome sexual insinuations or innuendoes.

• Make unwelcome suggestions or invitations to social        
engagements.

• Use sexually oriented or degrading words to describe 
employees.

• Use offensive or demeaning terms or actions which have a 
sexual or other improper connotation.

• Make other verbal remarks or comments or engage in other 
activities that unreasonably interfere with an individual’s 
work performance, or that create an intimidating, hostile 
or offensive working environment based on sex or another 
protected characteristic.

• Make inappropriate remarks about a team member’s 
physical appearance or anatomy, suggestions about a team 
member’s personal or sexual habits.  

• Make threats of a sexual nature.
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Harassment of Protected Characteristics              
Harassment based on any other protected characteristic is 
also strictly prohibited. Under this policy, harassment is verbal, 
written or physical conduct that denigrates or shows hostility or 
aversion toward individuals because of their race, color, religion, 
sex, sexual orientation, gender identity or expression, national 
origin, age, disability, marital status, citizenship, genetic infor-
mation or any other characteristic protected by law, or that of 
their relatives, friends or associates, and that:  

• Has the purpose or effect of creating an intimidating, hos-
tile or offensive work environment.

• Has the purpose or effect of unreasonably interfering with 
an individual’s work performance.

• Otherwise adversely affects an individual’s employment or 
work opportunities. 

Any type of conduct which unreasonably interferes with a team 
member’s work performance, or which creates a hostile or 
intimidating working environment based on gender or any other 
protected characteristic is prohibited. 

Display or dissemination of materials (such as cartoons, articles, 
pictures, etc.), which have a sexual, racial or other protected 
nature that is not necessary for work may constitute harassment. 

Outside Company Harassment
C.H. Robinson will not tolerate harassment of or by non-team 
members, such as customers, carriers, contractors, vendors, 
visitors or others.

Disciplinary Action for Violation 
C.H. Robinson will not tolerate discrimination or harassment 
based on any protected characteristic within the work envi-
ronment or at company-sponsored events. If C.H. Robinson 
concludes that such discrimination or harassment has occurred, 
appropriate disciplinary actions will be taken, up to and includ-
ing termination of anyone involved in discrimination or harass-
ment and those condoning or permitting such discrimination or 
harassment.  

The appropriate action will depend on the following factors: 

• The severity, frequency and pervasiveness of the conduct.

• Prior complaints made by the complainant.

• Prior complaints made against the respondent.

• The quality of the evidence (e.g., first-hand knowledge, 
credible corroboration). 

Obligation to Report Harassment
C.H. Robinson requires each team member to help keep the 
Company free from discrimination or harassment. If you see any 
form of harassment, report it to your leader, the office or de-
partmental leader, Human Resources, the Legal Department 
or utilize the anonymous reporting process. Any team mem-
ber aware of possible violations of these policies is required to 
report the situation so that it can be investigated and appropri-
ately addressed. 

How to Report Harassment
If you are unsure whether a violation has occurred, discuss it 
with your leader. Your leader will know what steps should be 
taken to determine if a policy violation has occurred. 

If for some reason you feel that you cannot talk to your leader or 
a member of leadership, or you wish to remain anonymous, you 
can talk to an independent company trained to listen to com-
plaints and issues regarding the C.H. Robinsont Code of Ethics. 
They will take your information and pass it on to the Company 
for investigation and resolution. 

Reporting Harassment Anonymously
To report a violation anonymously, click here. This is not a 
dispute resolution process. This is simply a process which the 
Company uses to invite team members to raise issues so that 
the Company can determine whether the Code of Ethics or 
applicable policies have been violated and, if they have, take 
appropriate follow-up action. It is not sufficient to report a 
complaint of harassment or discrimination to any other person 
or department other than your leader, Human Resources, the 
Legal Department, or the anonymous reporting hotline.

Investigation Procedures
C.H. Robinson will take all reasonable measures to prevent 
harassment, including a thorough and prompt investigation of 
any complaint of harassment and immediate and appropriate 
disciplinary action, where warranted. C.H. Robinson will take all 
necessary measures to keep the investigation as confidential as 
possible and shared information only on a need-to-know basis.

Leader Responsibility
Leaders have additional responsibilities when it comes to dis-
crimination, including any form of harassment. 

Not only must leaders conduct themselves in a manner consis-
tent with the Code of Ethics and applicable policies, but they 
are also responsible for establishing and maintaining a climate 
in the workplace free from discrimination or harassment, where 
all applicants and employees enjoy equal employment opportu-
nity. Leaders must be alert for incidents of discrimination or ha-
rassment and take prompt, corrective action in accordance with 
the C.H. Robinson policy. Their success in their jobs depends in 
part on the successful implementation of these policies.

Leaders are required to report any complaint of discrimination 
or harassment as soon as reasonably possible and to consult 
with Human Resources or the Legal Department with any 
questions or for assistance in investigating or addressing any 
possible violations of this policy.

https://chrobinson.service-now.com/hr?id=hr_landing_page
http://worknet/legal
https://secure.ethicspoint.com/domain/media/en/gui/50885/index.html
http://worknet/sites/forms/pages/anonymousemail.aspx
https://chrobinson.service-now.com/hr?id=hr_landing_page
http://worknet/legal
http://worknet/sites/forms/pages/anonymousemail.aspx
https://chrobinson.service-now.com/hr?id=hr_landing_page
http://worknet/legal
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No Retaliation for Reporting Suspected Violations 
C.H. Robinson prohibits any team member or company repre-
sentative from retaliating in any way against anyone who has 
articulated any concern regarding harassment, discrimination or 
other violations of company policies. 

No adverse action will be taken against a complaining team 
member as a result of making the complaint, regardless of the 
outcome of the investigation, unless the complaint was not 
made in good faith. No retaliation of any kind will occur or be 
tolerated for reporting an incident of suspected discrimination 
or harassment for anyone who assists in an investigation.

Investigations will commence immediately upon notification of 
the complaint and will be conducted as expeditiously as possi-
ble. While the Company cannot guarantee confidentiality of all 
aspects of the investigation, it will make every effort to protect 
the privacy interest of the accused offender and the alleged 
victim.

To the extent you have any further questions, you should con-
tact your leader, Human Resources or the Legal Department. 

Compliance with Law
The C.H. Robinson policy is to comply with the federal, state 
and local constitutions of the countries in which we are conduct-
ing business and all applicable laws.

More specific details on local and federal laws can be found in 
your region’s Employee Handbook. Any company team member 
should contact the Legal Department for any questions about 
compliance with laws, this Code of Ethics or applicable policies. 

https://chrobinson.service-now.com/hr
http://worknet/legal
http://worknet/legal
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Asset Protection and Informa-
tion Classification Policy
The C.H. Robinson policy ensures that all information assets are 
protected. Information assets are data we store, transmit and 
work with to manage and conduct business operations.

C.H. Robinson classifies information into four categories based 
on the sensitivity and value of the information. This is called 
Information Classification. The categories are: public, general, 
confidential and highly confidential. All data you interact with 
will fit into one of these four categories. You are accountable for 
the appropriate classification and subsequent handling of the 
information you come across within the course of your work and 
business processes.

This information is specifically prepared for public use and 
consumption.

This data, typically business data such as quarterly earnings 
reports or press releases, is published to external sources and 
available to the general public. Anyone can view and share 
this information.

  Public

Information that is not available nor intended to be made 
available for public use or consumption.

This information carries risk if shared broadly outside the 
Company.

  General

Information that, if lost, stolen or otherwise breached, would 
cause harm to C.H. Robinson, customers, carriers and/or 
employees.

This information is typically C.H. Robinson Intellectual Proper-
ty, covered under contractual obligations, and/or, in the case 
of PII, regulated by data privacy laws.

  Confidential

Information that if lost, stolen, or otherwise breached, would 
cause significant harm to C.H. Robinson, customers, carriers 
and/or employees.

This information is typically C.H. Robinson Intellectual Proper-
ty, covered under contractual obligations, and/or, in the case 
of PII, regulated by data privacy laws.

  Highly Confidential
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As an information user, custodian or steward on behalf of C.H. Robinson, you are accountable for protecting all information assets from 
misuse, theft, fraud, loss and unauthorized use, disclosure or disposal. Information assets include information that is both Personally 
Identifiable Information (PII), as well as other non-PII such as company, customer, supplier carrier information and company intellectual 
property. The following are some additional examples of information assets. Please note, the examples are not fully comprehensive or 
fully representative of the information C.H. Robinson processes.

Examples

Public General

• Quarterly earnings, post filing

• Press releases

• Compliant social media postings (Please see Social Media 
Policy for specifics)

Business Data
• Internal Company communications

• All hands or town hall meeting content

• Leadership announcements

• CHRonicle articles

• Internal blog postings such as Freshspective, TMC Connect

• Viva Engage communities 

Personally Identifiable Information (PII)
• Information available to all workers that can be found in

• Workday, Outlook and MS Teams, including Company-          
issued email addresses and phone numbers, leadership 
hierarchy, branch code, etc.

Confidential Highly Confidential

Business Data
• Business, financial, marketing and service plans associated 

with products and services

• Pricing strategies

• Designs and software service and know-how process

• Business and product plans with outside vendor

• Customer information such as lanes, pricing, shipments, 
contracts, correspondence, etc.

• Customer and/or provider lists

Personally Identifiable Information (PII)
• Customer, driver and carrier contact information such as 

phone number or email address

• Precise GPS location data gained through use of a driver’s 
mobile device

• Online identifiers such as IP address, device ID

• Information captured by cookies

• O/D pairs when one of the locations is an individual’s resi-
dence

• Applicant’s resume/CV

• Time tracking

• Absence data

• Employment information

Business Data
• Pre-filled Securities and Exchange Commission (SEC) filing 

information

• Information related to the acquisition of disposition by the 
Company of companies or business units

• Current pending litigation

• Trade secrets and technology 

Personally Identifiable Information (PII)
• Biometrics and genetic data

• Racial or ethnic origin

• Veteran/Military Status

• Political opinions

• Religious or philosophical beliefs

• Trade union membership

• Health data

• Sexual orientation

• SSN

• Bank account numbers

• Education

• Credit card numbers

• Driver’s license/passport/national identification numbers

• Background check data

• Disability status

• Employee personal phone number including emergency 
contact number or personal cell phone 

• Compensation/payroll 

http://worknet/Marketing/_layouts/15/WopiFrame2.aspx?sourcedoc=%7bA7CB7E12-BC60-45AB-9D4C-827084B49133%7d&file=C.H.%20Robinson%20Social%20Media%20Policy.pdf&action=default
http://worknet/Marketing/_layouts/15/WopiFrame2.aspx?sourcedoc=%7bA7CB7E12-BC60-45AB-9D4C-827084B49133%7d&file=C.H.%20Robinson%20Social%20Media%20Policy.pdf&action=default
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Non-Disclosure of Information
You will have access to information that falls under all or most 
of these classifications. It is important to know that you are 
accountable for not using or disclosing information except when 
you are specifically authorized to do so.

Protecting Information Assets
You are accountable for not using information assets for any 
personal gain or advantage. This includes sharing such informa-
tion with individuals outside C.H. Robinson for their personal 
use, as well as sharing with fellow team members whose duties 
do not require them to have that information. This restriction 
applies even if you developed or aided in the development of 
an information asset.

Document Labeling
To the extent possible, make sure all information assets are 
clearly labeled with the appropriate classification. If a docu-
ment has a blend of information contained within it, the label 
should reflect the highest and most restrictive classification. 
For example, if a document contains data classified as both 
Internal and Confidential, the document should be classified 
as “C.H. Robinson – Confidential” as this is the more restrictive 
classification.

Proper Handling/Securing of Information Assets
Understand the classification of the data you work with and en-
sure that you secure it in accordance with its classification. You 
must comply with all technology and cyber security policies 
and procedures to protect and secure Company information. 

Non-Disclosure of Third-Party Information
No team member shall disclose any information belonging to a 
third party without first obtaining the express written permission 
of such third party. 

If you have or are aware of information of a third party, you are 
legally and ethically obligated not to use the information for any 
purpose except for intended or disclosed purpose. You also are 
accountable for not disclosing information to any team member 
or anyone else who does not have a legitimate need to know 
such information.

Releasing Business Information
The use or release of business information through speeches, in-
terviews, statements to the press or other means of communica-
tion requires prior approval through authorized channels. Please 
review the Public Relations Policy as part of the Code of Ethics. 

Non-Disclosure Agreements
If you have a business need to disclose certain information 
assets with a third party (including an existing or prospective 
customer, carrier or service provider or third-party supplier), 
you must ensure such disclosure is protected with a Non-Dis-
closure Agreement (“NDA”) or other contractual agreement for 
third-party suppliers.

An NDA places protections, obligations, restrictions and lim-
itations on using Company information assets by third parties 
when disclosed to third parties. No information asset including 
PII (See Global Data Privacy section) may be disclosed or pro-
vided to a third party without the use of an NDA.

Not all information assets may be disclosed to a third par-
ty, even under an NDA. Contact the Legal Department for 
assistance in determining whether an information asset may be 
disclosed to a third party and to establish an appropriate NDA.

Contracting with Third-Party Suppliers (Vendors)
Prior to engaging a third party for contracted services, you must 
review and comply with the Procurement Policy. This includes 
ensuring that you conduct security and privacy due diligence 
reviews prior to contracting with the third party. 

Leaving the Company
Even when you end your relationship with the Company for any 
reason, you are bound by the same obligations to protect C.H. 
Robinson information assets and third-party information. You 
are also bound to certain continuing obligations to the Com-
pany which survive the termination of your employment and/or 
associations with the Company, such as the Confidentiality and 
Protection of Business Agreement and the Management-Em-
ployee Agreement, as applicable. After you leave the Company, 
C.H. Robinson continues to own any information asset you de-
veloped or assisted in developing while a C.H. Robinson team 
member.

If you have or are aware of information from a former employer, 
business partner or customer, you may be legally or ethically 
bound by a nondisclosure obligation restricting your use of that 
information or sharing it with your fellow team members. C.H. 
Robinson expects and requires you to fulfill this obligation. You 
also must refrain from sharing C.H. Robinson business infor-
mation with any of your former or future employers, business 
partners or customers.

Exceptions to Disclosure Obligations
An individual shall not be held criminally or civilly liable under 
any federal or state trade secret law for the disclosure of a trade 
secret that is made in confidence to a federal, state or local 
government official or to an attorney solely for the purpose of 
reporting or investigating a suspected violation of law.
An individual shall not be held criminally or civilly liable under 
any federal or state trade secret law for the disclosure of a trade 
secret that is made in a complaint or other document filed in a 
lawsuit or other proceeding, if such filing is made under seal.

Retaliation Lawsuits and Trade Secrets
An individual who files a lawsuit for retaliation by an employer 
for reporting a suspected violation of law, may disclose the 
trade secret to the attorney of the individual and use the trade 
secret information in the court proceeding, if the individual files 
any document containing the trade secret under seal and does 
not disclose the trade secret, except pursuant to court order.

https://nam12.safelinks.protection.outlook.com/?url=https%3A%2F%2Fchrobinson.sharepoint.com%2Fsites%2Fm365Project%2FShared%2520Documents%2FForms%2FAllItems.aspx%3Fid%3D%252Fsites%252Fm365Project%252FShared%2520Documents%252FExchange%26viewid%3De1a5008d-484e-4341-ac60-3dfb4e7730af&data=05%7C01%7CEmily.Leheney%40chrobinson.com%7Cdd488c02f3824cca414308db168ba0c3%7Cd441ad83623546d6ab1a89744a91b1d8%7C1%7C0%7C638128561170536452%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C3000%7C%7C%7C&sdata=6RobuOjh6CI6u0MJ1U5i0ahej2sbqZ89B6ATSznYnWs%3D&reserved=0
https://nam12.safelinks.protection.outlook.com/?url=https%3A%2F%2Fchrobinson.sharepoint.com%2Fsites%2FSecurity%3FOR%3DTeams-HL%26CT%3D1634567878838&data=05%7C01%7CEmily.Leheney%40chrobinson.com%7C983b5a2c5d1a4d7293d708db3c1b39c2%7Cd441ad83623546d6ab1a89744a91b1d8%7C1%7C0%7C638169859853154026%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C3000%7C%7C%7C&sdata=NKRBWyroXj0VB2UYeyeQzYUzYzSdieOFxjUsHI0xgR0%3D&reserved=0
http://worknet/legal
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Global Data Privacy Policy
Global Obligations to Personally Identifiable 
Information and Policy Compliance
As a global Company, C.H. Robinson has an obligation to treat 
Personally Identifiable Information (PII) in alignment with our 
legal obligations. C.H. Robinson expects you to comply with 
Company privacy policies, standards, processes and procedures 
established to manage risk and maintain compliance with these 
global obligations. 

Defining Personally Identifiable Information     
C.H. Robinson defines PII as any information that directly or 
indirectly identifies an individual or member of a household. PII 
also includes combinations of data. Simply put, this includes: 
(1) any information that can be used to distinguish or trace an 
individual’s identity, and (2) any other information that is linked 
or linkable to an individual.

Use of Personally Identifiable Information
C.H. Robinson collects, stores and uses PII in three main cate-
gories: human resource data, customer data and carrier data 
(including drivers).

Any use of PII that does not align with these requirements may 
not occur. The use of security safeguards and compliance with 
Technology requirements to protect PII and other Company 
data are mandatory.

Accidental Disclosures of PII 
If you become aware of any disclosures or use of PII not allowed 
by C.H. Robinson data protection and/or privacy policies or this 
Code, you must report such disclosures to the C.H. Robinson 
Privacy Department.

Privacy by Design
Designing business processes, or developing technology with 

This policy outlines our expectations regarding collecting, stor-
ing and using PII. You must:

• Comply with established privacy by design processes or 
other processes that enable privacy by design.

• Comply with processes that enable Privacy Impact Assess-
ment and other privacy reviews of business processes that 
use PII. 

• Comply with processes established to review third parties 
that process PII on the Company’s behalf. Prior to disclosing 
PII, ensure third-party suppliers appropriately handle PII, 
including appropriate contractual documents are in place to 
obligate third-party supplier handling.

• Comply with technology and cyber security policies and 
procedures to safeguard the PII entrusted to us on behalf of 
team members, customers and carriers.

• Comply with customer contractual obligations when 
contracts require C.H. Robinson to limit use of the PII and 
confidential information they entrust to us.

• Not use data in ways that are contrary to policy.

• Report breaches of data, either real or suspected, through 
appropriate channels.

PII may only be used in alignment with the following:

• The C.H. Robinson Global Data Privacy Notice, the 
Global Employee Privacy Notice and the Monitoring  
Notice which can be found on Charlie. 

• Customer contractual terms.

• Laws and regulations.

Company policy on the use of data as described in this Code as 
well as any additional policies and standards. 
 

mailto:privacy%40chrobinson.com?subject=
https://chrobinson.sharepoint.com/sites/PolicyCentral
https://chrobinson.sharepoint.com/sites/PolicyCentral
https://www.chrobinson.com/en-us/privacy-notice/
https://chrobinson.service-now.com/hr?id=kb_article&sysparm_article=KB58655
https://chrobinson.service-now.com/hr?id=kb_article_view&sysparm_article=KB59838
https://chrobinson.service-now.com/hr?id=kb_article_view&sysparm_article=KB59838
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privacy in mind, is required when any PII is used. Privacy re-
quirements that must be considered and decisions documented 
before processing PII include:

Legal basis 
Before processing PII, the legal basis for processing the informa-
tion must be established and documented. 

Minimizing the collection of PII 
Collect only the minimum amount of PII necessary for the purpose.

Limiting the use of PII 
Limit the use of PII to the original purpose for which it was      
collected as described in the C.H. Robinson Global Privacy 
Notice and/or Employee Global Privacy Notice.

Security safeguards 
Comply with all Company security policies to protect PII.

Access controls 
Access to PII must be limited to those who have a need to know 
in order to perform their essential job functions. This is called a 
need-to-know basis.

Individual rights 
Systems and business process must include mechanisms to 
address individual rights including access, portability, deletion/
erasure capabilities, capabilities to limit the use of sensitive 
PII, objections to automated processing, automated decision 
making, objections to the sale or sharing of PII, and quality and 
accuracy checks.

Contracts with third parties 
Contracts with approved data privacy and protection language 
must be in place with third parties before sharing PII. Please 
reach out to Legal and/or Procurement for more information.

Retention 
Retain PII for only as long as necessary to fulfill the original pur-
pose for which it was collected. See the C.H. Robinson Reten-
tion Policy and Schedule or contact the Privacy Department to 
learn more.

Analytics 
Data analytics must be conducted so privacy risk is minimized and 
in compliance with applicable legal and regulatory requirements 
including documented legal authority for conducting analytics.

Test and demo data 
PII cannot be used for testing or demonstration purposes, or 
be released, used or otherwise processed in non-production 
environments including but not limited to test, demonstration or 
development environments or used for testing, demonstrations 
or development processes.

Business and technical teams are responsible for following these 
privacy-by-design principles and requirements as documented 
and/or at the direction by the Privacy Department.

Privacy Impact Assessments / 
Data Protection Impact Assessments
The Company may only use PII when a legal basis for process-
ing has been established and is documented. PII may not be 
used in ways other than described in the C.H. Robinson Global 
Privacy Notice and Global Employee Privacy Notice.

Business and technical teams are responsible for ensuring priva-
cy impact assessments/data protection impact assessments are 
completed as required by this policy.

To document legal basis and ensure alignment with our notices, 
privacy impact assessments/data protection impact assessments 
may be required when: 

• New technology is developed for processing PII.

• Artificial Intelligence third parties, algorithms or large lan-
guage models are used for processing PII.

• Changes to existing technologies or processes that process 
PII occur.

• Existing technologies or processes, that did not previously 
process PII, begin to collect, use or otherwise process PII.

• New PII is collected.

• PII is shared with a new third-party supplier.

• Processing involves automated decisions about individuals.

• PII is used to create profiles about individuals.

• Data sets are combined to create new data about individu-
als.

• Data lakes, warehouses and/or large data stores containing 
PII are created.

• PII is used for analytics.

• Algorithms that use PII are created or expanded to include 
additional PII or modified to use PII in a new way.

• PII includes highly confidential information including, but 
not limited to, SSN, CC#, sexual preference, sexual orienta-
tion, race,         ethnicity, biometric data, etc. (see informa-
tion classification).

• The Privacy Department requires it.

 
Third-Party Supplier Reviews                                                         
Prior to disclosing PII to a third-party supplier of services, the 
third-party must be assessed. 

Business and technical teams must comply with Privacy policies 
when third parties are identified and procured. Additionally, 
third parties must be assessed through due diligence processes 
by security and privacy before disclosing PII or other confiden-
tial Company information. 

Compliance with Contractual Obligations
When directed by our customers to limit use of their data 
through contractual obligations, business and technical teams 
must comply with established controls to ensure customer con-
tracts are honored.

http://worknet/legal
https://chr-business-hub.atlassian.net/servicedesk/customer/portal/4/user/login?destination=portal%2F4%2Fgroup%2F31%2Fcreate%2F105
https://www.chrobinson.com/en-us/privacy-notice/
https://www.chrobinson.com/en-us/privacy-notice/
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Human Resources Data 
Governance Policy
The Human Resources (HR) Data Governance policy is intended 
to provide assurance to the organization that the use of HR data 
complies with applicable company priorities, policies within the 
code and handbooks and legal and regulatory obligations. The 
Policy goals also include ensuring that any HR data accessed 
and used is the right data, at the right time and for the right 
audience. Please note that the policy incorporates the above 
concepts and principles from the Global Data Privacy Policy and 
applies them in the context of HR and its data needs. Additional 
information about the policy can be found here. 

Accurate Books and 
Records Policy
Detailed and Complete Records
The C.H. Robinson policy is to make and keep detailed, accu-
rate and complete financial records for the time periods they are 
needed for business purposes and as required by law. 

Company Financial Records 
Accurate and reliable corporate financial records shall always 
be maintained. All funds and other assets and all transactions 
for C.H. Robinson must be reflected in full detail and promptly 
recorded in the appropriate C.H. Robinson books. Accepted 
accounting principles must be used for all recording.

C.H. Robinson financial records must reflect an accurate and 
verifiable record of all transactions. Information that you record 
and submit to another party, whether that party is inside or out-
side C.H. Robinson, must be accurate, timely and complete.

You must not use any report or record to mislead those who 
receive them or to conceal anything that is improper.

Managing Expense Accounts
Expense accounts are a particularly important financial record. 
Team members are entitled to reimbursement for company-ap-
proved, reasonable business expenses only if the expenses are 
actually incurred and evidenced. For example, to submit an 
expense account for meals not eaten, miles not driven or airline 
tickets not used is dishonest reporting.

For purposes of this policy, financial records include all infor-
mation pertaining to financial transactions which are executed 
on behalf of C.H. Robinson, including the proper recording of 
all transactions and records received and kept in C.H. Robinson 
files related to financial transactions and all information record-
ed in the accounting records and financial statements of C.H. 
Robinson.

Some examples include (but not limited to): 

• Time tracking reports.

• Expense account records.

• Invoices received by C.H. Robinson.

• Invoices issued by C.H. Robinson.

• Recordings in the general ledger.

• Accounting journal entries.

• Contracts.

• E-mails relating to transactions.

• Transactions include all payments of money, transfers of 
property and furnishing of services.

https://chrobinson.service-now.com/hr?id=kb_article_view&sysparm_article=KB66752
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All records and information must truthfully and in reasonable 
detail reflect the substance of the transaction. There is no 
materiality standard. All transactions must be recorded correctly 
regardless of amount. Examples of violations include records 
that:

• Fail to record improper transactions.

• Are falsified to disguise aspects of improper transactions 
that were otherwise recorded correctly.

• Correctly set forth the quantitative aspects of the transac-
tion but fail to record the qualitative aspects that would 
have revealed their illegality or impropriety. 

The Records Management and Retention Policy has been de-
veloped to provide all team members of C.H. Robinson with a 
comprehensive set of guidelines for the management, handling 
and disposition of company documents and information, includ-
ing financial records.

Applicable Laws and Regulations 
U.S. law, including the U.S. Foreign Corrupt Practices Act 
(“FCPA”), requires that C.H. Robinson financial records accu-
rately reflect all transactions, including any payment of money, 
transfer of property or furnishing of services. 

These transactions must be recorded accurately regardless of 
whether the transactions are legal at the place where the trans-
action occurs.  

The FCPA establishes the following requirements regarding 
record-keeping and communications. All employees are respon-
sible to comply with the following requirements: 

• C.H. Robinson’s financial statements, accounting records 
and all transaction supporting documentation must accu-
rately reflect all transactions.

• All disbursements of funds and all receipts must be proper-
ly, accurately and promptly recorded.

• All transactions must be recorded in reasonable detail to 
reflect the substance of the transaction accurately and fairly.

• No undisclosed or unrecorded fund may be established for 
any purpose.

• No false or artificial statements or entries may be made 
for any purpose in the records of C.H. Robinson or in 
any internal or external correspondence, memoranda or 
communication of any type, including telephone or wire 
communications.

No team member shall intentionally allocate costs to contracts 
when those costs are contrary to contract provisions or accepted 
accounting practices.

The FCPA also requires C.H. Robinson to devise and maintain 
a system of internal accounting controls sufficient to provide 
reasonable assurances that:

• Transactions are executed and access to assets is permitted 
only in accordance with leadership authorization.

• Transactions are recorded in a way to permit financial state-
ments to be prepared in accordance with GAAP. 

No “Private” Business Records 
Concerning transactions entered on behalf of C.H. Robinson, 
there is no such thing as a “private” business record. Notes 
that you maintain for your individual use at home are subject to 
investigation and disclosure just as files maintained on company 
property are. All records pertaining to C.H. Robinson, including 
any you keep off company property, are subject to the require-
ments of this policy.

Penalties for Dishonest Reporting
Dishonest reporting, both inside and outside the Company, 
is not only strictly prohibited, but it could also lead to civil or 
even criminal liability for you and C.H. Robinson. This includes 
reporting information or organizing it in a way that is intended 
to mislead or misinform those who receive it.

Particularly serious would be the external reporting of false or 
misleading financial information. This policy applies to all 

C.H. Robinson team members, regardless of whether they are 
U.S. citizens or not and regardless of whether the transaction at 
issue takes place within or outside the U.S.

Approval of Transactions
No transactions will be recorded in the accounts of the Compa-
ny unless it is within the scope of written policies and proce-
dures or is specifically and formally approved by designated 
individuals.

Auditing Compliance
Compliance with this corporate policy will be tested and evalu-
ated by the Company’s Internal Audit Department in connection 
with the ongoing internal audit process.
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Policy Guidelines for Handling 
Documents
Managing, Retaining and Disposing Documents
The C.H. Robinson Record Retention Policy and Record 
Retention Schedule  have been developed to provide the 
employees of C.H. Robinson with guidelines for managing, han-
dling and disposing of Company documents and information. 

These guidelines have been established to assure the Com-
pany’s compliance with all applicable federal and state laws 
and regulations, and to accommodate the Company’s need for 
access to its important business documents and records for a 
reasonable period. 

These policies are also intended to ensure that the Company’s 
retention and storage of documents is conducted in an efficient 
and cost-effective manner. 

The Record Retention Policy and Record 
Retention Schedule
The C.H. Robinson Legal Department has the authority to estab-
lish, maintain and implement a comprehensive Record Reten-
tion Policy and Schedule including updates and modifications 
to approve uniform practices, procedures and guidelines for the 
management, maintenance and destruction of documents. 

Current versions of the C.H. Robinson polices are available on 
the legal department’s RobinsonConnect portal. 

Destroying Records
Destruction of records will take place in compliance with stan-
dard procedures, to avoid any inference that any record was 
destroyed in anticipation of a specific problem.

All destruction procedures will be suspended when a record or 
group of records are placed on legal hold, which is described 
below.

The Records Retention Policy and Schedule control the main-
tenance, storage and destruction of all Company records. A re-
cord is any compilation of information, regardless of its physical 

characteristics, which was created or received by C.H. Robinson, 
and which should be preserved because of its business or evi-
dentiary value.

Records may be in physical (e.g., paper) or electronic format, 
and are inclusive of computer tapes and discs, microfilm, video, 
etc.

Placing Legal Holds on Records
From time to time, C.H. Robinson may be required to place a 
“legal hold” on a class or group of records as the result of actual 
or threatened legal, individual or administrative action. 

Defining Legal Holds
A “legal hold” suspends all destruction procedures to preserve 
appropriate records under special circumstances. The legal 
department is responsible for determining when a “legal hold” 
is required and the scope of records to which it applies. You 
will be notified if a “legal hold” is placed on records for which 
you are responsible. You are then required to locate, index and 
protect the records affected by a “legal hold.”

 
 
 
 
 
 
 
 
 
 
 
 
 

Receipt of Legal Documents 
by C.H. Robinson Employees                                                          
Employees served at home, on the job or in the mail with legal 
documents relating to a C.H. Robinson activity must immediate-
ly contact the individuals below.

Preserving Legal Holds 
Any record affected by a “legal hold” must not be destroyed 
under any circumstances. If you are unsure whether a record is 
affected by a specific “legal hold,” you must protect and preserve 
that record until you have requested and received clarification 
from the Legal Department.

Releasing Legal Holds 
A “legal hold” remains effective until it is officially released in writ-
ing by the legal department. After you receive written notice that 
a “legal hold” has been lifted, you may return all affected records 
to their normal handling procedures and retention schedule.

Summons and Complaints

Legal Department 
Legal@CHRobinson.com

General Subpoena

Legal Department 
Legal@CHRobinson.com

Security Issues

Chief legal officer within 
the Legal Department 
Legal@CHRobinson.com

Regulatory Agency         
Subpoenas
Chief legal officer within 
the Legal Department 
Legal@CHRobinson.com

Affirmative Action Docu-
ments/EEOC Complaints

Employee Relations

Secretary of State          
(Corporate)
Legal Department 
Legal@CHRobinson.com

Other Issues

Legal Department

Payroll Department 

+1 952-683-6949

Carrier Resolutions

+1 t7-7780

Writs of Garnishments/IRS 
Levies 
Legal Department 
Legal@CHRobinson.com

http://worknet/legal#InplviewHashb9c02339-d294-4ea2-bbaf-a018977a1f8d=Paged%3DTRUE-p_SortBehavior%3D0-p_FileLeafRef%3DGF%2520Prohibited%2520Restricted%2520Commodities%2520Policy%252epdf-p_ID%3D643-PageFirstRow%3D21
http://worknet/legal#InplviewHashb9c02339-d294-4ea2-bbaf-a018977a1f8d=Paged%3DTRUE-p_SortBehavior%3D0-p_FileLeafRef%3DGF%2520Prohibited%2520Restricted%2520Commodities%2520Policy%252epdf-p_ID%3D643-PageFirstRow%3D21
http://worknet/legal#InplviewHashb9c02339-d294-4ea2-bbaf-a018977a1f8d=Paged%3DTRUE-p_SortBehavior%3D0-p_FileLeafRef%3DGF%2520Prohibited%2520Restricted%2520Commodities%2520Policy%252epdf-p_ID%3D643-PageFirstRow%3D21
https://chrobinson.sharepoint.com/sites/RobinsonConnect
http://worknet/legal
http://worknet/legal
legal@CHRobinson.com
http://worknet/legal
legal@CHRobinson.com
http://worknet/legal
legal@CHRobinson.com
http://worknet/legal
legal@CHRobinson.com
mailto:employeerelations%40CHRobinson.com?subject=
http://worknet/legal
legal@CHRobinson.com
http://worknet/legal
http://worknet/legal
legal@CHRobinson.com
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Company Property Policies
The purpose of this policy is to ensure that all property main-
tained by C.H. Robinson is kept in the best possible working 
condition and to ensure proper use of such property and 
C.H. Robinson networks.

Use of Company Resources
C.H. Robinson will provide you with the necessary equipment 
to do your job. This equipment may not be removed from 
your place of employment unless it is approved, and your job 
specifically requires you to use Company equipment outside the 
facility. Company resources may not be used by non-employees 
or external organizations unless approved and for a business-re-
lated purpose (e.g., contingent workers).

Proper Use of Property
It is the policy of C.H. Robinson to properly use all Company 
property, which encompasses all property owned by C.H. Robinson, 
including Company funds, personal property, real property, intel-
lectual property, software, trade secrets, technology databases and 
Company information.

You are responsible for the proper use of Company property and 
must safeguard this property against loss, damage, misuse or theft. 
You may not use Company property for any use other than Compa-
ny business without Company approval.

Responsibility for Company Funds
You are personally responsible for all Company funds over which 
you exercise control. You must take all reasonable steps to en-
sure that C.H. Robinson receives good value for Company funds 
spent and must maintain accurate records of these expendi-
tures. You must not use Company funds for any personal use.

Company-Owned Licenses and Software
C.H. Robinson has obtained licenses for computer software from 
outside vendors. This software and any related documentation 
may not be reproduced unless the software developer has given 
authorization.

Software and documentation that C.H. Robinson has developed 
or enhanced also may not be reproduced for any use that has 
not been authorized.

Software You May and May Not Use
You may use approved Company-owned or licensed software 
only if that use is job related. You may not use it for any person-
al use, even if you helped develop or enhance the software.

Owned or Leased Equipment
You may not use (or allow others to use) C.H. Robinson-owned 
or leased equipment for any personal use or any use other than 
for Company business without Company approval.
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Electronic Data and                 
Communications Policy
Rights, Responsibilities and Ethics
C.H. Robinson has provided electronic systems and services, 
including internet, email, voicemail, instant messaging, mobile 
phone access, stored messaging systems and other electronic 
systems and forms of communications (“Electronic Systems”) as 
tools for conducting Company business. 

Responsible and Ethical Use of Electronics
Access to Company assets or Company’s electronic systems is a 
privilege that is approved by leadership and granted based on 
job responsibility. Use of these tools requires responsible and 
ethical use. By using the electronic systems provided by the 
Company, you agree and accept the terms of this policy.

You must take care to ensure accessing the internet and other 
use of the Company assets or Company’s electronic systems 
does not violate this policy or any other Company policy.

You are responsible for the proper use of Company assets, and 
must safeguard this property against loss, damage, misuse or 
theft. You must return all company property in proper working 
order upon termination from the Company. As allowed by law, 
you understand that you may be held financially responsible for 
lost or damaged property and failure to return property will be 
considered theft and may lead to criminal prosecution.

Authorization for Use
Only team members and others expressly authorized by the 
Company may use the Company’s electronic systems.

Team Member Rights and Electronics
Nothing in this document is intended to prohibit your rights 
under any and all applicable laws. In addition, the Company will 
not construe or apply this policy in a manner that prevents em-
ployees from communicating with each other about the terms 
and conditions of their employment.

Company Property – No Expectation of Privacy 
(as permitted by local law)  
All electronic systems provided by the Company, all material 
or data created or stored on such systems, the email addresses 
assigned to team members and all communications through or 
using these systems are the property of the Company.

You should have no expectation of privacy regarding any 
information stored in, created, received or sent over Company 
assets, or the Company’s electronic systems. Using passwords 
does not in any way diminish the Company’s rights to access 
materials on its electronic systems or create any privacy rights of 
employees in the messages and files on such systems.

Observing Local Laws
Consistent with local laws, the Company, and other persons 
it may authorize (including governmental or law enforcement 
authorities) have the right to access, monitor, use or disclose any 
data or files created or stored on its electronic systems, informa-
tion regarding the use of these systems (including internet sites 
accessed) and all messages created, sent, stored or retrieved.

Unless applicable local law provides otherwise, you should have 
no expectation that any of this information, data or communica-
tions is private or confidential.

Accessing Employee Electronics Usage
As permitted by local law, the Company, and other persons it 
may authorize (including governmental or law enforcement au-
thorities), routinely accesses, retrieves and deletes your internet, 
email, voice mail, instant message and other communication 
tool usage, including file attachments and internet sites visited 
or attempted to visit.

The Company monitors activities to promote safety and manage 
productivity, prevent criminal activity, investigate alleged mis-
conduct and security violations, manage information systems or 
for other business reasons.

Utilizing Public GenAI Tools                                                                                                                                            
To protect personal and organizational data, employees should 
utilize Copilot in Bing instead of public AI tools like ChatGPT. 
Continue following Robinson’s GenAI employee guidelines for 
use of public AI tools. 

Employees are responsible for reviewing all AI-generated out-
put to ensure it is accurate and unbiased and is not copyrighted, 
malicious or fabricated before use.

Following C.H. Robinson Policy
You are responsible for using all Company assets or electronic 
systems in accordance with this policy and all other Company 
policies. As additional forms of electronic and other communi-
cations become available, the Company will continue to monitor 
and manage those forms as well, as permitted by local law.

Acceptable Uses of the Internet and Other Elec-
tronic Systems 
C.H. Robinson provides its team members with e-mail, internet, 
instant messaging, Generative AI, and other electronic systems 
for business purposes. These systems may not be used in any 
way that may violate another Company policy. When you access 
these systems, you are representing C.H. Robinson and must 
only use these tools in an ethical and lawful manner.

Usage and communications should be for business reasons, 
including to:

• Communicate with team members, vendors or customers 
regarding matters within your assigned duties.

• Acquire information related to or designed to facilitate the 
performance of regular assigned duties.

• Facilitate performance of any task or project in a manner 
approved by your leader. 

Intellectual Property 
Any intellectual property created by employees involving or 
related to C.H. Robinson business operations, including but not 
limited to patents, copyrights, inventions, trademarks, designs, 
domain names, trade names, articles, ideas and concepts are 
the sole property of C.H. Robinson. Ownership of the intellec-
tual property also applies to any application for rights of the 
property as well.

http://worknet/sites/chronicle/_layouts/15/WopiFrame2.aspx?sourcedoc=%7b738B19E5-60E6-4CF6-889C-84A965CA3039%7d&file=GenAI%20Philosophy_CHR.pdf&action=default
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Approved Gateway
All traffic to and from the Internet must travel through the 
approved Company gateway in order to assure reasonable 
security, virus protection, monitoring and systems management 
capabilities. 

Unacceptable Uses of the Internet and Electronic 
Systems 
You may not attempt to gain access to information or data, includ-
ing computer files or e-mails, of other team members to which they 
have not been given authorized access by the Company.

Likewise, any attempt to masquerade as another person, alter 
messages or otherwise attempt to send a communication or create 
a document to make it appear as if it were created or sent by 
someone else is prohibited.

Specific Unacceptable Internet Use
The Company’s assets or Company’s electronic systems may not 
be used to create, view, print, transmit or download material 
that is defamatory, sexually related, sexually explicit, racist or 
similarly offensive, including but not limited to slurs, pictures, 
cartoons, epithets or anything that may be construed as harass-
ment or discrimination based on any protected class.

 
Unauthorized / Illegal Uses                                                    
Unauthorized and illegal uses include unauthorized or secret 
recording of company information and personal images of its 
employees, customers and/or clients as permitted by federal 
and state law, gambling, violation of copyright, trademark or 
other material protection laws, copying of software in a man-
ner inconsistent with vendor’s license agreements, providing 
confidential company or customer information outside of the 
Company, sending company information or e-mail to yourself at 
a personal e-mail address or to a third-party for purposes other 
than as authorized for furthering the legitimate business goals 
of the Company, or using internet based e-mail services through 
company assets or the Company’s electronic systems. 

Using Company Electronics for Personal Gain
The Company’s assets or Company’s electronic systems may not 
be used for:

• Personal gain such as solicitation of non-company business, 
or on behalf of any political cause, religious group or mem-
bership organization.

• The transmission of destructive files or programs (e.g., 
viruses, malware or self-replicating code). 

• Engagement in monetary gain, such as gambling, betting, per-
sonal investments or payment, such as cryptocurrency mining.

• Any illegal or unethical use.

Minimizing Use of Internet
Internet access consumes the resources of the Company’s com-
puter network, including network bandwidth and server pro-
cessing. You should minimize use of real-time internet updates, 
audio and video streaming media (e.g., internet, radio, or TV 
music files, downloading of large files, mass e-mails, chain mes-
sages and e-mails with large, attached graphics). Such usage 
can result in the loss of network efficiency for all employees and 
impede the system. Therefore, such use should remain minimal 
and business-related only.

Approved Software
The use of executable files, programs, utilities and third-party 
software shall be limited to the programs contained in the “Ap-
proved Software List” developed by the Technology Depart-
ment. If additional software not contained in the Approved Soft-
ware List is needed, such software must be evaluated, approved 
and licensed by the Technology Department prior to download 
and/or installation. You should contact the Technology Service 
Desk for assistance with any software needs.

Opening Electronic Mail
You should not open electronic mail attachments unless they 
were expected from a known and trusted sender. Unexpected 
attachments should by verified by the sender through a second-
ary method of communication before opening them.

Remote Access Users 
Remote employee access to resources on the internal corporate 
network should be approved by leadership and based on job 
responsibility.

Authorized users may only gain access to the Company network 
through the Company’s remote authentication process, includ-
ing providing a network user ID and password as well as multi 
factor authentication. Any additional remote access mechanisms 
are prohibited. All the provisions of this Electronic Data and 
Communications Policy apply fully to remote access use.

Using Mobile Devices
Devices enabling mobile operations including but not limited 
to tablets, smart phones, USB storage devices, etc. should be 
approved by leadership prior to use and are provided based on 
job responsibility.

Connecting Personal Use Devices                  
Non-approved personal use devices should never be connect-
ed to the C.H. Robinson corporate network or its component 
systems. Any data stored on approved devices should be con-
sidered confidential Company information. Any data, including 
personal, that is stored on a company approved device is not 
guaranteed to be returned to the employee upon termination 
from the company. Any lost or stolen devices should be report-
ed immediately to the Technology Service Desk. 

https://chr-tech.atlassian.net/servicedesk/customer/portals
https://chr-tech.atlassian.net/servicedesk/customer/portals
https://chr-tech.atlassian.net/servicedesk/customer/portals
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Protecting Confidentiality with Passwords
The Company provides password security to team members to 
safeguard access to its systems and data. You are responsible 
for protecting the confidentiality of passwords. Passwords may 
never be stored in readable form in computers or written down 
and left in a place where unauthorized persons might discover 
them. You may never share passwords with other employees 
(including leaders) or individuals external to C.H. Robinson. 
Authorized options exist via the Technology Service Desk and 
Outlook in the event there is a valid business reason for a C.H. 
Robinson team member to access another C.H. Robinson team 
member’s email information. The Technology Service Desk can 
assist in these instances.

Violations of Electronic Systems
These policies are intended to provide you with general exam-
ples of acceptable and unacceptable uses of C.H. Robinson 
electronic systems.

A violation of this policy may result in disciplinary action up to 
and including termination. This also includes any damaged, 
lost and/or stolen devices, including but not limited to laptops, 
mobile devices or any other company equipment or information 
as this causes significant risk to the Company. You also will be 
responsible for violations of this policy by others such as friends 
or family members, if you allowed or permitted their use of the 
Company’s assets or the Company’s electronic systems.

Requests for More Information
C.H. Robinson will provide, on request, additional information 
regarding the C.H. Robinson Cyber Security Policy. Requests 
can be made by contacting CyberSecurity with the subject line, 
“Cyber Security Policy Request.”

https://chr-tech.atlassian.net/servicedesk/customer/user/login?destination=portals
mailto:cybersecurity%40chrobinson.com?subject=Cyber%20Security%20Policy%20Request
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Communications and Public 
Relations Policy
Speaking for C.H. Robinson
Approved spokespeople may speak with media, but only in 
coordination with and approval from the Public Relations team. 
If you are an approved spokesperson and are contacted by the 
media, reach out to publicrelations@chrobinson.com before 
responding. 

If you are not an approved spokesperson and are contacted by 
the media, politely inform them you are not authorized to com-
ment on behalf of C.H. Robinson and instruct them to reach out 
to publicrelations@chrobinson.com.  

Social Networking / Blogging Policies
Additionally, you should not represent or suggest in any social 
media activity that you are authorized to speak for the Com-
pany, or that the Company has reviewed or approved your 
content.

Online social networking, blogging or any other form of online 
publishing or discussion activities are subject to the Social Me-
dia Policy. You are personally responsible for what you write.

Remember that as soon as you identify yourself as being part of 
C.H. Robinson when online, you are in some way representing 
the Company. Write in the first person and use your personal 
email address when your social media activity relates to the 
Company unless you have received prior authorization in writing 
or speaking on the Company’s behalf. Personal social media 
posts should not be used to attack, abuse or otherwise threaten 
any other C.H. Robinson employee or non-employee. 

Disclosing Company Information
Do not disclose any information that is confidential or propri-
etary to the Company or to any third-party that has disclosed 
information to us. Consult the Company’s Asset Protection and 
Information Classification Policy within this Code for guidance 
about what constitutes confidential information. Do not use 
company trademarks, logos or reproduce company material 
without permission on your personal social networking, blog or 
other online publishing sites.

Sharing Company social networking posts, content from Rob-
inson Social or external Company information (like web pages, 
whitepapers, etc.) is allowed.

Posting Policies
Be respectful to the Company, our team members, our custom-
ers, our partners and affiliates and others (including our com-
petitors). Do not post any material that is obscene, defamatory, 
profane, libelous, threatening, harassing, abusive or hateful to 
another person or entity.

This includes, but is not limited to, comments regarding C.H. 
Robinson, and C.H. Robinson team members, customers, sup-
pliers and competitors.

Making False Statements
In addition, you should not make knowingly or recklessly false 
statements about the Company’s products or services, or the 
products or services of its customers, vendors or competitors. 
You also should not post content, images or video of yourself 
that identifies you as a company team member and depicts you 
engaging in illegal conduct, such as acts of violence, illegal use 
of drugs or conduct that violates any company policy.

Suspending Websites / Blogs 
Finally, be aware that the Company may request that you con-
fine your website or weblog commentary to topics unrelated to 
the Company (or, in rare cases, that you temporarily suspend 
your website or weblog activity altogether) if it believes this 
is necessary or advisable to ensure compliance with securities 
regulations or other laws.

https://chrobinson.sharepoint.com/sites/comms/SitePages/mediarelations.aspx?OR=Teams-HL&CT=1682088556125
mailto:publicrelations%40chrobinson.com?subject=
mailto:publicrelations@chrobinson.com
mailto:publicrelations@chrobinson.com
http://worknet/Marketing/_layouts/15/WopiFrame2.aspx?sourcedoc=%7bA7CB7E12-BC60-45AB-9D4C-827084B49133%7d&file=C.H.%20Robinson%20Social%20Media%20Policy.pdf&action=default
http://worknet/Marketing/_layouts/15/WopiFrame2.aspx?sourcedoc=%7bA7CB7E12-BC60-45AB-9D4C-827084B49133%7d&file=C.H.%20Robinson%20Social%20Media%20Policy.pdf&action=default
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Designated Spokesperson 
Policy 

Clear, Accurate and Complete Communications
The C.H. Robinson policy is to make: 

• Clear, accurate, complete, timely and consistent disclosure 
of material information (any information that a reasonable 
investor would consider important when deciding whether 
to buy, hold or sell stock) about the Company. 

• Previously non-public, material information available to all 
segments of the market. This is true for all situations where 
information is conveyed, no matter how informally.  

C.H. Robinson Executive Spokespersons
C.H. Robinson has centralized material disclosure by appointing des-
ignated executive spokespersons who are the only C.H. Robinson 
personnel authorized to provide broadly disseminated information 
about C.H. Robinson outside the Company.

The designated spokespersons are the Chief Executive Officer, the 
Chief Financial Officer, the Director of Investor Relations and the 
Chief Communications Officer. All contact with the media and the 
investment community (e.g., press releases, answers to reporter’s 
questions, etc.) related to material information must go through   
Public Relation’s information distribution channels.

The C.H. Robinson policy is to channel the disclosure of material 
information about the Company through specifically authorized and 
designated executive spokespersons. Officers or team members 
who receive requests for media interviews must contact Public Rela-
tions who will partner with the spokesperson to determine whether 
C.H. Robinson will proceed with the interview.

Non-material Information
For all media inquiries related to non-material information, only 
C.H. Robinson approved spokespeople are authorized to repre-
sent the Company to media and other external communication 
outlets, and for other speaking opportunities, in coordination 
with and approval from the Public Relations team. 

Additional guidelines and expectations can be found in the 
Global Spokesperson Policy. For questions or concerns con-
tact Public Relations. 

Legal Review Before Distribution
In addition, the Legal Department must review and approve all 
company communications materials before they are distributed 
externally. This includes materials such as sales brochures, sales 
presentations that include new information that has not been 
previously approved, websites, advertisements and newsletters.  

This legal review ensures that: 

• Confidential, non-public information is not inadvertently 
disclosed.

• Information is accurate.

• We provide as much consistency as possible in our external 
communications.  

For additional guidance and expectations regarding materials 
distributed externally, contact Public Relations.  

Disclosure Policies
C.H. Robinson has several disclosure policies that you should 
understand. These policies include that C.H. Robinson does not:

• Disclose Company information unless legally required to do 
so.

• Discuss possible future financial performance except in very 
general terms.

• Discuss pending rate activity, tariff filings, etc., until all 
appropriate parties have been notified.

• Disclose information about team members other than       
biographical information for certain key team members.  

Posting Authorization
Only authorized team members can make postings to com-
pany-sponsored external websites and social media channels. 
Online social networking, blogging or any other form of online 
publishing or discussion activities on websites that are not com-
pany-sponsored are individual communication exchanges, and 
are not corporate communications. Remember that as soon as 
you identify yourself as being part of C.H. Robinson online, you 
are in some way representing the Company.

Only the company-designated spokespersons are authorized to 
broadly disseminate information about C.H. Robinson outside 
the Company. All team members are encouraged to share 
Company social networking posts, content from Robinson Social 
or external company information (like web pages, whitepapers, 
etc.)

mailto:publicrelations%40chrobinson.com?subject=
https://chrobinson.sharepoint.com/sites/comms/SitePages/mediarelations.aspx?OR=Teams-HL&CT=1682088556125
mailto:publicrelations@chrobinson.com
http://worknet/legal
mailto:publicrelations@chrobinson.com
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Advertising and Marketing 
Policy
Aggressive vs. Misleading Advertising
The C.H. Robinson policy does not allow use of any false or 
misleading advertising or unlawful sweepstakes or promotional 
giveaways in connection with the sale or marketing of products 
or services.

It is appropriate to advertise C.H. Robinson products aggres-
sively using techniques such as price comparisons or sales or 
to develop lawful sweepstakes or promotions; however, these 
techniques should only be used if they are lawful and not false, 
deceptive or misleading.

Sweepstakes and Giveaways
The advertising of products and services and the marketing of 
such products and services using sweepstakes and/or promo-
tional giveaways is subject to numerous laws and regulations.

Seeking Legal Advice
If you participate at all in advertisement, sweepstakes and/or 
promotional giveaways, and you have concerns regarding the 
legality of any advertising of C.H. Robinson products or services, 
then you are encouraged to seek legal advice from the Legal 
Department.

Marketing and sales practices must comply with applicable laws 
including privacy, commercial electronic messaging, do not call, 
etc. Contact the Privacy Department or the Legal Department 
for guidance. 

Avoiding False or Deceptive Advertising
The C.H. Robinson policy is to avoid any price advertising that 
is false or deceptive. Price or value comparisons of products 
offered by C.H. Robinson with products offered by our competi-
tors are generally permissible if genuine and truthful.

http://worknet/legal
http://worknet/legal
mailto:privacy@chrobinson.com
http://worknet/legal
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Conflicts of Interest Policy 
Personal Conflicts of Interest
You must not engage in activities where personal interests 
conflict or have the appearance of conflicting with the interests 
of C.H. Robinson.

Whether a conflict exists is to be decided by the Legal and 
Human Resources Departments. Personal interest means any 
interest, whether financial or otherwise, that would, or would 
appear to, influence a judgment or decision in favor of another 
party dealing with C.H. Robinson.

Soliciting / Receiving Compensation
Neither you nor any member of your family shall solicit or 
accept from an actual or prospective customer, carrier or direct 
supplier (grower), any compensation, advance or loans (except 
from established financial institutions on the same basis as 
available to other customers), or gifts, entertainment, donations 
or other favors which are of more than minimal or nominal value, 
generally around $250 or which the employee would not nor-
mally be in a position to reciprocate under standard Company 
expense account procedures.

This does not include normal business entertainment items such 
as meals and beverages, or contributions or donations to recog-
nized charitable and nonprofit organizations on a personal level.

Family members include, but are not limited to, your spouse, 
parent, children and their spouses, brother, or sister, or the same 
by marriage. Also included are, aunt, uncle, niece, nephew, 
grandparent, grandchild and other members of your household. 
Also included are romantic relationships and “step” or “half” 
family relationships.

Hosted Events
The Company understands that special circumstances may re-
quire you to participate in events hosted by a customer, supplier 
or carrier for educational or informational purposes. This policy 
does not prohibit participation in such events.

Prohibited Conduct
You must not: 

• Be employed outside the Company or serve as an officer, 
director or consultant or have an economic interest that 
could, or might reasonably be thought to, influence judg-
ment or action in any business that competes with, provides 
services, or seeks to provide services to the Company. (An 
investment representing less than two percent of a class of 
outstanding securities of a publicly held corporation is not a 
conflict of interest.) 

• Act in a manner that would affect their objectivity in carry-
ing out their Company responsibilities.

• Engage in outside employment that would conflict with 
Company business hours or the performance of Company 
assignments. You must not use Company time, materials, 
information or other assets in connection with outside 
employment or other personal business interests prohibited 
by this policy.

• You may not directly or indirectly benefit, or seek to benefit, 
from your position as a team member from any sale, pur-
chase or other activity of the Company. 

• No team member who deals with individuals or organiza-
tions doing, or seeking to do, business with the Company 
or who makes recommendations with respect to such deal-
ings may have any other direct or indirect personal interest 
in any business transaction with the Company. 

• You will not do business on behalf of the Company with 
a close friend or relative; however, recognizing that such 
transactions sometimes occur, they must be reported to a 
leader. 

• You will not request employee participation in gambling 
pools. 

• You will not ask for contributions, holding fund raising 
drives or requesting support for political activities, nonprof-
its or for any outside organizations or individuals.
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Participating in Public Service/ 
Charitable Activities
You are encouraged to participate in public service and chari-
table activities so long as they do not create actual or potential 
conflicts with your duties to the Company. 

Before accepting an appointment in public service, serving 
on the board of a charitable institution or running for political 
office, you must obtain approval from a leader and the Legal 
Department. 

C.H. Robinson supports its team members’ participation as 
directors of for-profit corporations, provided such participation 
does not create a conflict of interest or implicate other Secu-
rities and Exchange Commission (SEC) concerns. Service on 
for-profit boards must be approved by the Chief Legal Officer 
(CLO) and Chief Executive Officer (CEO). 

Employment of Friends and Relatives
C.H. Robinson welcomes friends and family members to be con-
sidered for employment under the usual hiring policies. How-
ever, to prevent situations of actual or perceived favoritism or 
conflict of interest, family members and employees in a roman-
tic relationship may not have working relationships that: 

• Create a direct or indirect supervisor/subordinate relation-
ship.

• Have the potential to create an adverse impact on individu-
al or teamwork performance.

• Control or influence the terms and conditions of employ-
ment. 

• Any familial relationship may be included as part of this 
policy, where there may be, or a perception may be created 
of favoritism, influence and/or preferential treatment. Each 
situation will be evaluated as appropriate.  

Defining Family Members
Family members include, but are not limited to, your spouse, 
parent, children and their spouses, brother, or sister, or the same 
by marriage. Also included are, aunt, uncle, niece, nephew, 
grandparent, grandchild and other members of your household. 
Also included are romantic relationships and “step” or “half” 
family relationships.

Family Members Working Together
If family members work together and it poses a leadership 
relationship due to a transfer or promotion, the Company will 
attempt to transfer the employee to another available position 
for which the employee is qualified. 

If you are aware or are involved in any conflict of interest as not-
ed above, you must disclose all potential conflicts to your leader 
and/or the Human Resources Department immediately to 
ensure the Company can take appropriate measures to protect 
you and the Company.

Employees Who Become Family Members
Employees who become immediate family members or estab-
lish a romantic relationship may continue employment in their 
current position if it does not involve one of the conditions 
above.

Should one of the conditions occur, the Company will attempt 
to transfer one of the employees to an available position for 
which the employee is qualified. If a transfer is not feasible, the 
employees will be permitted to determine which of them will re-
sign. If the employees cannot decide, C.H. Robinson will decide 
who will remain employed.

Loans and Pay Advancements Prohibited
C.H. Robinson prohibits loans or advancement of pay directly 
from the Company to employees or their families.

http://worknet/legal
http://worknet/legal
mailto:employeerelations@chrobinson.com
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Compliance With Insider 
Trading Policy
Employees Subject to Insider Trading Laws
If you have knowledge of insider information and/or if you 
trade in C.H. Robinson securities or the securities of other 
companies trading on the U.S. stock exchange, you are subject 
to U.S. securities laws, as well as any other securities or insider 
trading laws that may apply to you locally. 

Laws Regarding Company Officers
The law prohibits a director, officer or employee of C.H. Robin-
son Worldwide, Inc. who is aware of material nonpublic informa-
tion relating to the Company, from directly or indirectly, through 
family members or other persons or entities:

• Buying or selling securities of the Company (other than 
pursuant to a trading plan that complies with SEC Rule 
10b5-1 as described below) or engage in any other action 
to take personal advantage of that information.

• Pass that information on to others outside the Company, 
including family, friends or affiliated entities. 

In addition, the law prohibits all employees who learn of 
material nonpublic information about a company with which 
the Company does business, including a customer or supplier 
of the Company, from trading in that company’s securities until 
the information becomes public or is no longer material.

Compliance with Insider Trading Laws
The Company’s policy is to comply fully with the laws on 
insider trading. Therefore, if any team member has obtained 
any material, nonpublic information relating to the Company, 
or to another Company with which C.H. Robinson has done or 
is doing business, they may not buy or sell securities of such 
company or engage in any other action to take advantage of, 
or pass on to others, that information.

Trading Periods
In addition, the Company’s policy is to prohibit certain financial 
insiders from trading during a closed period, and to require 
pre-clearance of all trades by executive officers.

Financial insiders include all directors, executive officers and 
other team members with access to financial reporting infor-
mation who are identified on a quarterly basis. 

                                                
Pre-arranged Trading Programs
A financial insider who has established a pre-arranged trading 
program (a “10b5-1 Program”) may sell or purchase company 
securities while in possession of material nonpublic information 
or during other periods in which the Company has required or 
recommended the suspension of trading, so long as any sales 
or purchases are made pursuant to the 10b5-1 Program that:

• Meet the requirements of Rule 10b5-1 promulgated under 
the Securities Exchange Act of 1934.

• Was established at a time when the financial insider was 
not in possession of material nonpublic information.

• Was approved in advance by the Company’s Chief Legal 
Officer.

When Information is “Public” 
If you are aware of material nonpublic information, you may not 
trade until the information has been disclosed broadly to the 
marketplace (such as by press release or an SEC filing) and the 
investing public has had time to absorb the information fully.

 

Information should not be considered fully absorbed by the 
marketplace until after the second business day after the 
information is released. If, for example, the Company were to 
make an announcement on a Monday, you may not trade in the 
Company’s securities until Thursday. If an announcement were 
made on a Friday, then Wednesday generally would be the first 
eligible trading day.

Material Information Defined                                                    
Material information is any information that a reasonable inves-
tor would consider important in deciding to trade in securities. 
Any information that could be expected to affect the Compa-
ny’s stock price, whether it is positive or negative, should be 
considered material. Common examples of information that 
may be regarded as material includes: 

• Information about a transaction that will significantly affect 
the financial condition of a company.

• Projections of future earnings or losses.

• News of a significant sale of assets or the disposition of a 
subsidiary.

• Changes in dividend policies of a company or the declara-
tion of a stock split or the offering of additional securities.

• Certain changes in leadership.

• Significant new products or discoveries.

• Impending bankruptcy or financial liquidity problems.

• The gain or loss of a substantial customer or supplier.

All financial insiders of the Company: 

• May purchase or sell company securities only during a 
quarterly trading window, which shall open on the third 
trading day after the release of quarterly earnings results 
to the public and shall remain open through the last day of 
the second month of the quarter.

• Are subject to the preclearance requirement within this 
policy.
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Transactions by Family Members or Others
The Insider Trading Policy also applies to: 

• Family members who reside with you, anyone else who 
lives in your household and any family members who do 
not live in your household but whose transactions in com-
pany securities are directed by you or are subject to your 
influence or control (such as parents or children who consult 
with you before they trade in company securities).

• Entities (e.g., family trusts, foundations or similar entities) 
whose transactions in company securities are directed by 
you or are subject to your influence or control.  

You are responsible for the transactions of these other persons 
or entities and therefore should make them aware of the need 
to confer with you before they trade in the Company’s securi-
ties.

Violations of Policy
Failure to comply with the Company’s Insider Trading Policy may 
subject a director or other team member to company-imposed 
sanctions, including termination of employment or removal from 
the Board for cause, whether the failure to comply results in a 
violation of law. 

Event-Specific Blackout Periods
From time to time, an event may occur that is material to the 
Company and is known by only a few directors or officers. So 
long as the event remains material and nonpublic, Section 16 
Insiders and such other persons as are designated by the Chief 
Legal Officer may not trade in the Company’s securities.

Any person made aware of the existence of an event-specific 
blackout should not disclose the existence of the blackout to 
any other person. The failure of the Chief Legal Officer to des-
ignate a person as being subject to an event-specific blackout 
will not relieve that person of the obligation not to trade while 
aware of material nonpublic information.

Who to call for assistance? 
If you have questions about our Insider Trading Policy or its 
application to any proposed transaction, contact the Legal 
Department by email at Legal@CHRobinson.com. Ultimately, 
however, the responsibility for adhering to our Insider Trading 
Policy and avoiding unlawful transactions rests with the indi-
vidual director, officer or other team member. To see a copy of 
the policy in its entirety, click here or contact the Legal Depart-
ment.

mailto:legal%40chrobinson.com?subject=
mailto:legal%40chrobinson.com?subject=
mailto:legal%40CHRobinson.com?subject=
http://worknet/hr/employeerelations/Code of Ethics/Insider Trading Policy 2012.pdf
http://worknet/legal
http://worknet/legal
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Policy on Dealing with 
Government
Complying with Contract Regulations 
The C.H. Robinson policy is to comply fully with all regulations 
and laws related to entering into a contract with the govern-
ment, and which governs contacts and dealings with govern-
ment employees and officials.

Legally Required Information
Businesses engaged in contracting with the government are 
legally required to report certain information relating to contract 
negotiation, and specifically to cost and pricing. This informa-
tion must be current, accurate and verifiable.

Maintaining Up-to-Date Information
The contract must also be complete up to and including the date 
of the contract. During contract negotiation with the government, 
you should be prepared to forthrightly disclose the significance 
of all material information. All statements, correspondence and 
other communications should be accurate and truthful. 

Special Laws for Government Employees
Government employees, including government procurement 
officials, whether at the national, state or local government lev-
els, are subject to special laws and regulations governing their 
receipt of gifts and gratuities from organizations with which they 
do business.

Nominal Gift Giving
As stated in the Corporate and Worldwide Anti-Corruption Policy 
of this Code, any nominal gift giving (e.g., C.H. Robinson t-shirts) or 
meals, etc. between a C.H. Robinson team member and a govern-
ment official is permissible only if it is lawful under the written laws 
and regulations of the specific country in which it occurs, is tied to 
a legitimate business purpose and there is no corrupt intent.

Refer to the Corporate and Worldwide Anti-Corruption Policy 
for what is a nominal or acceptable gift. Where doubt or uncer-
tainty exists, you should contact the Legal Department. 

Laws Regarding Conflicts of Interest
Federal law governs the appearance of conflict in the employ-
ment of or contract with former government employees who go 
to work for government contractors, as an employee or contrac-
tor. Before you hire or contract for the services of any former 
government employee, you should clear the hiring with the 
Legal Department.  

Future Employment with C.H. Robinson
Discussions with government employees regarding future 
employment with C.H. Robinson can provide the appearance of 
improper influence. You should never discuss the possibility of 
future employment with: 

• Any government employee who is involved in the nego-
tiation, execution and/or administration of a government 
contract with whom C.H. Robinson is associated.

• Any government employee who is involved in the regu-
lation of any industry in which C.H. Robinson conducts 
business. 

Recording Costs / Charging the Government
Proper procedures need to be followed when recording costs 
and charging the government. These procedures are particularly 
important to make sure that all costs are allocated to the proper 
account. It is never proper to charge other accounts.
If it becomes necessary to transfer a charge, the transfer should 
be carefully documented and recorded. Incorrectly charging costs 
is a federal offense.

Laws Regarding Soliciting Government Employees
Federal and state law prohibits parties seeking government con-
tracts from soliciting or obtaining from government employees 
any “proprietary or source selection” information (information 
about bids by competitors or information regarding the pro-
curement process that would adversely affect the fairness of the 
process) regarding a government contract.

This means you are prohibited both from attempting to ob-
tain the information from the official, as well as receiving the 
information even when the government employee is willing to 
disclose it.

Working with the Legal Department
The C.H. Robinson policy is that all government requests for 
interviews or documents be referred to the Legal Department 
in order to facilitate a prompt and thorough response to the 
government. 

Your Rights and Government Requests
You are entitled to have counsel present to advise and assist you 
in responding to governmental requests for information or doc-
uments. Therefore, any time you are approached by someone 
claiming to be a government investigator, you should contact 
the Legal Department before answering any questions or pro-
ducing any documents. Team members who are participating in 
government interviews are responsible for giving answers that 
are truthful, complete, concise, accurate and unambiguous. 

Laws Regarding Political Contributions
The C.H. Robinson policy is to comply with all federal, state, 
local and foreign laws regarding political contributions. When 
corporate political contributions are legal, contributions shall 
be made only from funds allocated for that purpose and only 
with the written approval of the Chief Executive Officer at 
C.H. Robinson.

Personal Political Activities
All team members must avoid the appearance of involving 
C.H. Robinson in their personal political activities. If a planned 
contribution or activity could in any way be looked upon as in-
volving company funds, property or services, you should consult 
the Legal Department. 

When you speak out on public issues make sure that you do so 
as an individual. You should not give the appearance that you 
are speaking or acting for C.H. Robinson.

mailto:legal%40chrobinson.com?subject=
mailto:legal%40chrobinson.com?subject=
http://worknet/legal
mailto:legal%40chrobinson.com?subject=
mailto:legal%40chrobinson.com?subject=
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Anti-Money-Laundering Policy
Prohibitions on Illegal Funds
Money-laundering in any form is strictly prohibited by C.H. 
Robinson. Under no circumstances should any team member 
participate in or allow the commencement of any transaction at 
C.H. Robinson that involves any funds that the employee knows, 
or suspects were illegally obtained.

If a team member suspects that a proposed transaction or 
transfer involves illegally obtained funds, they should decline to 
execute the transaction or transfer and report the situation to 
their leader or the Legal Department.

Fair Competition Policy
The C.H. Robinson policy is to sell our products and services on 
their merits, not through the disparagement of our competitors, 
their products or services. False, misleading or disparaging 
remarks about individuals or their organizations, products or 
services are against company policy. The C.H. Robinson policy is 
not to interfere in the business relationships of our competitors.

False and Misleading Comments
No team member should make false, misleading or disparaging 
comments about any competitor or their products or services. 
Just as we want to avoid competitors commenting unfairly 
about C.H. Robinson, we want to avoid commenting unfairly 
about them.

When a customer (or prospective customer) tells C.H. Robinson 
that they have a contract for service with a competitor, C.H. 
Robinson employees then must do nothing to interfere with or 
cause a wrongful breach of that contract.

Three Competitive Rights Rules
C.H. Robinson follows three rules on working with customers 
involved in contract negotiations with competitors.

• Until a customer or prospective customer has reached a 
mutual agreement with a competitor, C.H. Robinson has a 
right to compete fairly and aggressively for that customer’s 
business. 

• C.H. Robinson team members are not obligated to accept 
the statements of a competitor as to the status of negotia-
tions with a customer or prospective customer, nor must we 
accept the statements of a competitor as to the existence 
of a contract. 

• C.H. Robinson team members have a right to communicate 
directly with a customer or prospective customer as to the 
status of negotiations or contracts between that party and 
competitor. 

Corporate Worldwide 
Anti-Bribery and Anti- 
Corruption Policy
Compliance with Foreign Corrupt Practices Act 
and Other Global Equivalent Statutes
The C.H. Robinson policy is that all employees comply with the 
U.S. Foreign Corrupt Practices Act (FCPA), the U.K. Bribery Act 
of 2010, the OECD Anti-Bribery Convention or any country’s 
equivalent anti-bribery, anti-corruption statute or program (“The 
Anti-Bribery and Anti-Corruption Laws”).

The Anti-Bribery and Anti-Corruption Laws prohibit companies 
and individuals from, directly or indirectly, offering money or 
anything of value to a foreign government official in order to 
obtain or retain business or gain an unfair advantage of any kind 
(i.e., Bribery Provision).

No Exceptions to the Anti-Bribery and Anti-Cor-
ruption Laws
There are no exceptions to this prohibition and any such pay-
ment is a violation of this C.H. Robinson Code of Ethics and 
illegal under the Anti-Bribery and Anti-Corruption Laws.

The Anti-Bribery and Anti-Corruption Laws also require compa-
nies like C.H. Robinson to accurately and correctly reflect in our 
internal controls and accounting provisions and books, all pay-
ments received, reason for payments made and party making 
payment and/or receiving payment (i.e., Accounting Provision).

Compliance with the Anti-Bribery and Anti-Cor-
ruption Laws is a Priority
C.H. Robinson places a priority on complying with the An-
ti-Bribery and Anti-Corruption Laws as evidenced by our written 
Code of Ethics and Corporate and Worldwide Anti-Bribery and 
Anti-Corruption Policy, our computer-based Anti-Bribery and 
Anti-Corruption Training with test, and our live onsite training 
given in different countries throughout the world such as China, 
India, Argentina, Brazil, Sri Lanka, Thailand, Vietnam, Mexico, 
etc.). 

If you have any questions, comments or concerns related to this 
section of the Code of Ethics, or if you experience something 
that poses a potential violation of it, immediately contact the 
C.H. Robinson Legal Department for assistance. 

Bribery Provision
To understand the Bribery Provisions of the Anti-Bribery and 
Anti-Corruption Laws and how it applies to C.H. Robinson, you 
need to understand the various parts of the rule: 

A Company and its personnel cannot, directly or indirectly, give, 
offer or promise money or anything of value to a foreign official 
with a corrupt intent. 

http://worknet/legal
http://worknet/legal
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What is meant by “money or anything of value”?
The Anti-Bribery and Anti-Corruption Laws recognize that bribes 
can come in many shapes and sizes—a broad range of unfair 
benefits — so the laws prohibit the corrupt “offer, payment, 
promise to pay, or authorization of the payment of any money, 
gift, or anything of value to” a foreign official.

An improper benefit or “value” can take many forms. While 
cases often involve payments of cash (sometimes in the guise of 
“consulting fees” or “commissions” given through intermedi-
aries), others have involved travel expenses, expensive gifts or 
lavish entertainment.

Gifts with Intent
Giving gifts, paying for meals, travel and entertainment made 
with a corrupt intent in return for official acts to obtain or retain 
business or gain an unfair advantage are not allowed and im-
permissible. It is important to note, most laws like the FCPA do 
not contain a minimum threshold or certain dollar amount for 
corrupt gifts or payments.

Prohibited Expenditures
Under this policy in this Code of Ethics, C.H. Robinson prohibits 
expenditures or payments made by team members to foreign 
officials for any gifts, meals, entertainment, travel and/or lodg-
ing expenses exceeding one hundred U.S. dollars ($100 USD) 
per occurrence per person. Any payment to exceed $100 USD 
requires review and prior approval by the Legal Department.  

Who is a “foreign official”?
Generally, the Anti-Bribery and Anti-Corruption Laws’ Bribery 
Provisions apply to corrupt payments made to any:

• Foreign official.

• Foreign political party or official thereof.

• Candidate for foreign political office. 

• Person, while knowing that all or a portion of the payment 
will be offered, given or promised to an individual falling 
within one of these three categories.  

Although certain laws distinguish between a “foreign official,” 
“foreign political party or official thereof” and “candidate for 
foreign political office,” the term “foreign official” generally 
refers to an individual falling within any of these categories as it 
is a very broad definition. 

For example, the FCPA defines “foreign official” to include any 
officer or employee of a foreign government or any department, 
agency or instrumentality thereof, or of a public international 
organization, or any person acting in an official capacity for or 
on behalf of any such government or department, agency or in-
strumentality, or for or on behalf of any such public international 
organization. 

Corrupt Payments
As this language makes clear, the Anti-Bribery and Anti-Corrup-
tion Laws broadly apply to corrupt payments to “any” officer 
or employee of a foreign government and to those acting on 
behalf of the foreign government. The Anti-Bribery and An-
ti-Corruption Laws thus cover corrupt payments to low-ranking 
officials and high-level officials alike. The Anti-Bribery and 
Anti-Corruption Laws prohibit payments to foreign officials, not 
to foreign governments.

That said, companies contemplating contributions or dona-
tions to foreign governments should take steps to ensure that 
no monies are used for corrupt purposes, such as the personal 
benefit of individual foreign officials.

The term “foreign official” also includes any government con-
ducting commercial activities through a state-owned enterprise 
(SOE). This type of active government involvement is typically, 
but not always, common in aerospace, defense, transportation, 
healthcare and telecommunications. The more ownership and/ 
or control a government exercises over the entity, the more 
likely it will be a government run SOE and thereby within the 
definition of foreign official for purposes of these laws.

Third Parties (Representatives, Agents and Inter-
mediaries)
Even if no payment or gift is made to a foreign official, pay-
ments made to third parties such as representatives, agents and 
intermediaries may constitute a violation of the Anti-Bribery 
and Anti-Corruption Laws, if an individual is aware that there 
is a substantial certainty that the third-party will engage in an 
improper action to influence a foreign official by passing on all 
or a portion of the payment to the foreign official. 

Defining “Knowing”
Under the Anti-Bribery and Anti-Corruption Laws a person 
“knows” in regard to certain conduct or circumstances if the 
person is:

• Aware that they are engaging in such conduct, that such cir-
cumstance exists or that such result is substantially certain 
to occur.

• Has a firm belief that such circumstance exists or that such 
result is substantially certain to occur. 

Therefore, C.H. Robinson team members should be careful and 
look for certain potential “red flags” when dealing or using third 
parties such as: 

• The country in question is known for bribery.

• The reputation of the local agent or representative.

• Unusually large or small commissions.

• Third parties’ relations with government officials.

• Third-party consulting agreements that include only vaguely 
described services.

• Requests for checks payable to “cash”.

• Unusual bonuses.

• Media reports.

• Unusual rebates.

http://worknet/legal


2024 Code of Ethics 33Table of Contents

Other Suspicious Conduct 
 
What is “corrupt intent”?
Intent to properly influence the foreign official to get them to 
do something they normally would, or would not do, but for 
the money or something of value being given to them is when 
corrupt intent can be inferred.  

Offering money or anything of value with the expectation of 
receiving something in return is wrong and prohibited (i.e., 
corrupt intent). Conversely, a small gift or token of esteem or 
gratitude is often a way for businesspeople to display respect 
for each other. 

Promotional Items
When offering any C.H. Robinson promotional or marketing 
items like pens, hats, cups, etc., corrupt intent cannot be in-
ferred. If U.S. Customs visits C.H. Robinson as part of a legiti-
mate business meeting and a team member buys them lunch, 
there is no corrupt intent. 

In these scenarios, C.H. Robinson is not giving or offering some-
thing of value with the idea or expectation of receiving some-
thing from a foreign official in return.  

What is a “facilitation payment”?
A facilitation payment is not a bribe per se and, therefore, not a 
violation of the FCPA. A facilitation payment is a small nom-
inal payment made to a foreign official to expedite a routine 
governmental action. A facilitation payment is more akin to a 
“speed” or “expediting payment”.  

What is and is not defined in the FCPA? 
The FCPA does not define what amount is nominal or what 
amount constitutes a facilitation payment. A routine govern-
mental action is a nondiscretionary act ordinarily and commonly 
performed by a foreign official but does not include a decision 
by the foreign official to award new business or to continue to 
do business with C.H. Robinson (e.g., processing governmental 
papers such as visas or work orders, providing police protection 
and mail pick up are all routine governmental actions). 

Permissible Facilitation Payments 
C.H. Robinson discourages and advises against such facilitation 
payments and only in a rare situation will a facilitation payment 
be permissible. C.H. Robinson only allows a facilitation payment 
in the amount of fifty U.S. dollars ($50 USD) or less per occur-
rence. Any situation requiring a payment above this amount 
requires prior approval of the Legal Department. C.H. Robinson 
also requires that any person who makes such a payment must 
properly record and note it as such (“FCP”) in our books, records 
and accounts. 

Accounting Provision
The Anti-Bribery and Anti-Corruption Laws require C.H. Robinson 
to maintain a system of internal accounting controls to ensure 
that assets are safeguarded, transactions conform to leader-
ship’s authorizations and accounting records are complete and 
accurate. The Anti-Bribery and Anti-Corruption Laws forbid a 
person from falsifying accounting records and making misleading 
financial statements to auditors (e.g., in the United States the U.S. 
Securities and Exchange Commission - SEC). These accounting 
standards and recordkeeping requirements apply to all employ-
ees of C.H. Robinson located around the world.

C.H. Robinson employees must always strictly comply with the 
accounting standards within the Anti-Bribery and Anti-Corruption 
Laws and C.H. Robinson internal accounting controls, includ-
ing those requirements set out in the C.H. Robinson Accurate 
Books and Records Policy. In furtherance of these standards, the 
following principles illustrate requirements that will govern C.H. 
Robinson team members’ actions.

• All financial and accounting records of C.H. Robinson shall 
be maintained to reflect accurately, openly and completely 
the operations and transactions of C.H. Robinson.

• No false, artificial or misleading entries in the books and 
records shall be made. 

• No undisclosed or unrecorded funds or assets shall be 
established or maintained. 

• No payment shall be made with the intention or under-
standing that all or any part of it is to be used for any pur-
pose other than that described in the documents support-
ing the payment. 

• Team members certifying the correctness of the records, in-
cluding vouchers or bills, shall have reasonable knowledge 
that information is correct and proper. 

• Transactions shall be executed in accordance with leader-
ship’s general or specific authorization. 

• Transactions shall be recorded as necessary to permit 
preparation of financial statements in conformity with gen-
erally accepted accounting principles and the requirements 
of any government auditor (e.g., SEC) and to maintain 
accountability for assets. 

• Access to assets shall be permitted only in accordance with 
leadership’s general or specific authorization. 

• The recorded accountability for assets shall be compared 
with the existing assets at reasonable intervals, and appro-
priate action is taken with respect to any difference.  

The above requirements and principles are illustrative only. If 
you have any questions or concerns about the Accounting Pro-
vision and record-keeping requirements, you should contact the 
C.H. Robinson controller or director, internal audit.

http://worknet/legal
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Embargo and Sanction Policy
Business Prohibited with Sanctioned Countries
C.H. Robinson prohibits business with any country the U.S. Gov-
ernment considers embargoed or sanctioned (unless authorized 
by the U.S. Government) and does not allow any transaction 
with a denied or restricted entity (unless authorized by the U.S. 
Government).

Both the U.S. Treasury Department, Office of Foreign Assets 
Control (“OFAC”) and the U.S. Commerce Department, Bureau 
of Industry and Security (“BIS”) prohibit U.S. persons and com-
panies from participating in transactions involving certain coun-
tries, persons/entities, or depending on the commodity and its 
classification when exported or reexported to certain countries 
and destinations.

OFAC Sanctions
OFAC currently maintains comprehensive embargoes against 
Cuba, Iran, Syria and North Korea. Although U.S. foreign policy 
can change over time these countries presently pose the great-
est risk to C.H. Robinson as a U.S. Company.

At the last drafting of this Policy, there were strict sanctions 
against Russia and Belarus. Sanctions can change from time to 
time so any question relating to Russia or Belarus should be vet-
ted by and with the Corporate Export Compliance Department.

U.S. Persons Definition
The definition of “U.S. Persons” includes U.S. citizens, U.S. 
permanent resident aliens, entities organized under U.S. law, 
foreign branches of U.S. companies that are not separately or-
ganized under local law and any persons regardless of nationali-
ty physically within the U.S.

The Existing C.H. Robinson Policy
The existing C.H. Robinson policy (The C.H. Robinson Embargo 
and Sanction Policy) restricts transactions involving the countries 
above. Any shipment involving a country cited above, must be 
accompanied by a U.S. Government issued license or authoriza-
tion and must be reviewed and approved by the Corporate Ex-
port Compliance Department, prior to any involvement by C.H. 
Robinson. This requirement applies to all C.H. Robinson offices. 

Corporate Screening Process
Separate from its Embargo and Sanction Policy, C.H. Robinson 
maintains a comprehensive screening process for all shipments 
(exports, imports, foreign to foreign, etc.) in its global for-
warding system. There are multiple persons/entities in every 
transaction (e.g., shipper name and contact) that C.H. Robinson 
screens against various U.S. prohibited persons lists (e.g., OFAC 
Specially Designated National List) as well as certain foreign lists 
(e.g., Japanese Proliferator Concerns).

Centralized Screening Process
C.H. Robinson centralizes its global forwarding screening pro-
cess in certain corporate employees known more formally as the 
corporate screening team. The corporate screening team per-
forms all screenings for all shipments and records each review in 
the global forwarding system for future auditing purposes. If any 
positive hit is recorded against a list the transaction is terminat-
ed and the branch user, leader and customer will be contacted 
and notified by the C.H. Robinson Corporate Screening Team. 

If there are any questions regarding C.H. Robinson business with 
sanctioned or embargoed countries or our corporate screening 
process, contact the corporate export compliance department. 
The written embargo and sanction can be found on Robinson-
Connect or you may contact the corporate export compliance 
department for a copy.

https://chrobinson.sharepoint.com/sites/RobinsonConnect
https://chrobinson.sharepoint.com/sites/RobinsonConnect
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Procurement Policy
Purchasing Based on Merit
C.H. Robinson purchases and leases billions of dollars’ worth 
of goods and services from carriers and growers. The integri-
ty of our business depends, in part, on proper procurement. 
Responsible procurement practices have a positive effect on 
shareholders, customers, regulators and team members. The 
C.H. Robinson policy is to make purchasing decisions based on 
merit, regardless of the supplier of the product or services.

C.H. Robinson prides itself on having an open-door policy with 
respect to potential suppliers. We will give fair and impartial 
consideration to every supplier and potential supplier.

Personal Conflicts of Interest
No business with suppliers or other third parties should be 
affected by a personal conflict of interest, by favoritism or by 
bias of any sort. The practice of reciprocity, purchasing goods 
or services from another business on condition that it purchases 
goods or services from C.H. Robinson is strictly prohibited.
If a supplier suggests any form of reciprocity, you should imme-
diately make it clear to the supplier that C.H. Robinson does not 
and will not deal on such terms.

Group Boycotts
Participating in group boycotts, which is an arrangement be-
tween C.H. Robinson and other purchasers that they will not buy 
from a supplier or suppliers, is prohibited. If you are approached 
by anyone proposing a group refusal to do business with a sup-
plier, you should immediately reject the proposal and report the 
incident to the Legal Department. 

Restrictive Agreements and Exclusive Dealing Agreements 
are against C.H. Robinson policy. We discourage any supplier 
contract provision that restricts the C.H. Robinson freedom of 
choice in the selection of a product or service or in choosing to 
do business with another supplier. 

All contract provisions (including those arrangements which 
involve Exclusive Dealing or other Restrictive Agreements with 
suppliers and customers) should be reviewed by the Legal De-
partment before an agreement is reached. 

Personal Integrity and Professionalism
All individuals involved with purchasing or other procurement 
related activities must act, and be seen to act, with integrity 
and professionalism. Honesty, care and due diligence must be 
integral to all procurement activities within and between 
C.H. Robinson, its suppliers and other stakeholders. Purchas-
es from third-party suppliers should follow the C.H. Robinson 
Procurement Policy. Confidential information must be safe 
guarded. All participants must not engage in any activity that 
may create, or appear to create, a conflict of interest, such as 
accepting gifts or favors, providing preferential treatment or 
publicly endorsing suppliers or products. (See the conflicts of 
interest section of this policy).

Accountability and Transparency                                     
Procurement activities must be open and accountable. Con-
tracting and purchasing activities must be fair, transparent and 
conducted with a view to obtaining the best value for 
C.H. Robinson. Purchases should be competitively bid in 
accordance with the Procurement Policy. All contracts must 
be signed in compliance with the North American Contract 
Approval and Signature Policy, where applicable.

Supplier Gifts and Entertainment
C.H. Robinson team members shall not accept third-party sup-
plier gifts (i.e., promotional items) and entertainment (including 
meals and beverages) over $250 annually. Cash or gift cards 
should never be accepted for any dollar amount. Any exception 
to this requires senior leadership approval.

http://worknet/legal
http://worknet/legal
http://worknet/legal
http://worknet/finance/Documents/NORTH AMERICA PROCUREMENT POLICY - Phase 2 - FINAL.pdf
http://worknet/finance/Documents/NORTH AMERICA PROCUREMENT POLICY - Phase 2 - FINAL.pdf
http://worknet/finance/Documents/2023 NA Contract Approval and Signature Policy (V0223).pdf
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Anti-Boycott Policy
Compliance with all United States Laws
The C.H. Robinson policy is to comply with all U.S. laws and reg-
ulations governing attempts to boycott countries friendly to the 
U.S. team members of C.H. Robinson may not make any agree-
ments, take any action or provide any information that might 
assist a boycott, which violates these laws and regulations.

This policy applies to every C.H. Robinson team member in any 
company, division, controlled-in-fact subsidiary, U.S. or foreign or 
market unit or business unit, including joint ventures where C.H. 
Robinson maintains management control.

Policy Impacted by Multiple Acts, Agencies and 
Departments
The laws referred to in this Policy include the Tax Reform Act of 
1976, the Export Administration Act of 1979, as amended, and 
the Internal Revenue Service and Commerce Department regu-
lations which implement these Acts (the “Anti-Boycott Laws”).

While the Anti-Boycott Laws prohibit C.H. Robinson from doing 
anything that complies with or supports a boycott not support-
ed by the U.S. government, the principal boycott targeted by 
the Anti-Boycott Laws is a boycott of Israel enforced by mem-
bers of the Arab League. The primary boycott bars the importa-
tion of Israeli goods and services into the boycotting countries 
and bars the export of goods and services from those countries 
to Israel. However, the Arab League boycott also precludes 
dealings with firms and persons in third countries which have 
been “blacklisted” by the boycotting countries for doing busi-
ness in or with Israel. Complying with or supporting any aspect 
of the boycott of Israelis prohibited by this policy. 

Prohibited Acts Under the Anti-Boycott Laws
The Anti-Boycott Laws prohibit C.H. Robinson, including its 
divisions, controlled-in-fact subsidiaries and controlled joint ven-
tures anywhere in the world from engaging in the follow acts:

• Refusing or agreeing to refuse to do business with or in 
Israel or with any entity or person resident in Israel under an 
agreement with a boycotting country or in fulfillment of a 
requirement or request by a boycotting country.

• Discriminating against any individual based on race, reli-
gion, sex or national origin or against any corporation or 
organization based on the race, religion, sex or national 
origin of its employees, officers, directors or owners.

• Furnishing information about the race, religion, sex or 
national origin of any individual or about the race, religion, 
sex or national origin of the employees, officers, directors 
or owners of any corporation or organization.

• Furnishing information about C.H. Robinson or any other 
person’s past, current or proposed business relations with 
or in Israel, with an entity organized under the laws of Israel, 
with any national or resident of Israel or with any person or 
entity on or believed to be on a blacklist.

• Furnishing information about whether any person is a mem-
ber of or has made contributions to charitable or fraternal 
organizations which support Israel.

• Implementing letters of credit which contain terms or condi-
tions which violate the Anti-Boycott Laws. 

Exceptions to Prohibited Acts
C.H. Robinson may engage in the following actions without 
violating the Anti-Boycott Laws:

• Comply with or agree to comply with a request from a 
boycotting country that prohibits the import of goods from 
Israel or provided by an individual or organization resident 
in Israel.

• Comply with a request from a boycotting country that 
goods not be shipped on a carrier of Israel other than pur-
suant to a specific route of shipment.

• Comply with the import and shipping document require-
ments of the boycotting country with respect to naming the 
country of origin of goods, the name and nationality of the 
carrier, the route of shipment and the name, nationality and 
address of the supplier.

• Comply with the unilateral and specific selection by a boy-
cotting country of carriers, insurers and suppliers of goods 
or services.

• Comply with the boycotting country’s export requirements 
with respect to shipments of exports from the boycotting 
country to Israel, a business concern organized in Israel or 
any national or resident of Israel. 
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Boycott Reporting Requirements
C.H. Robinson, its subsidiaries, affiliates, agents and representa-
tives must promptly report the receipt of any request to supply 
any information, take any action or refrain from taking any action 
which could be considered in furtherance or support of a pro-
hibited boycott (a “boycott request”) to the U.S. Department of 
Commerce.
Because C.H. Robinson is required to report this information to 
the authorities in a prescribed form and within a specified time, 
you must immediately report any boycott request to the Cor-
porate Export Compliance Department. The Corporate Export 
Compliance Department screens potential requests and does 
so on a regular basis. No further action may then be taken in 
response to the boycott request without specific authorization 
from the Corporate Export Compliance Department. 

Prohibited and Permissible Acts Under 
Anti-Boycott Laws
The Anti-Boycott Laws contain numerous specific examples of 
prohibited and permissible acts in relation to a prohibited boy-
cott. Listed below are merely a few examples of prohibited and 
permissible acts under the Anti-Boycott Laws.

Permitted: In shipping goods to a particular boycotting 
country, you select carriers only from among carriers you know 
call at ports in the boycotting country.

Permitted: Agreeing as a condition of a contract with a boy-
cotting country that services rendered pursuant to the contract 
will not be provided by residents or nationals of Israel.

Permitted: Replacing persons to whom an Arab League 
Government refuses to give a work permit on the basis of such 
person’s race, ethnicity or nationality.

Permitted: Furnishing normal business information in a 
commercial context. For example, as part of a tender for a 
contract in a boycotting country, you may furnish copies of the 
C.H. Robinson annual report which describes its business and 
locations of worldwide operations for the purpose of demon-
strating C.H. Robinson financial fitness, technical competence 
and professional experience.

Permitted: You agree to use a specifically named carrier, 
insurer or supplier of goods named by the boycotting country.

Permitted: In opening a new subsidiary or branch, a boy-
cotting country requires information on the nationalities of the 
members of the board of directors of the shareholder; you can 
provide information on the nationalities of such persons, but 
not information about their race, religion or national origin.

Prohibited: Refusing to use a specific carrier or insurance 
company in respect of a shipment of goods because you know 
that the carrier or insurance company is on the Arab League 
blacklist for doing business with Israel.

Prohibited: Stating the origin of goods in negative terms, 
such as a statement that “the goods covered by this invoice are 
not of Israeli origin.”

Prohibited: Discriminating against any U.S. person on the 
basis of race, religion or national origin. For example, you may 
not discourage Israeli nationals from applying for jobs in Arab 
countries, even if you know they would not be able to get a 
work permit.

Prohibited: Furnishing any information about whether C.H. 
Robinson or any other person has any business relationship 
with or in a boycotted country. For example, you may not sign 
a statement stating that C.H. Robinson has no dealings with 
Israel or is not on the Arab blacklist.

Prohibited: You choose from among a list of carriers, insur-
ers or suppliers of goods provided by and acceptable to the 
boycotting country.

Prohibited: Responding to a questionnaire from a boycot-
ting country seeking information about the race, religion or 
national origin of the members of the board of directors of any 
C.H. Robinson Company.

In all cases, it is prohibited to take any action which has as its pur-
pose the evasion of the prohibitions set out in the Anti-Boycott 
laws. For example, you cannot sell goods to Saudi Arabia through 
a shell corporation which signs statements saying that it will not 
deal with Israel.

The above examples are illustrative only and by no means intend-
ed to be complete. To the extent you have any further questions, 
contact the Corporate Export Compliance Department.

Penalties for Violations of Anti-Boycott Laws
Violations of the Anti-Boycott Laws are subject to severe penal-
ties. These penalties may include denial or suspension of export 
privileges, civil and criminal penalties and even imprisonment 
for individuals.

mailto:EC%40chrobinson.com?subject=
mailto:EC%40chrobinson.com?subject=
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Compliance with the Code 
of Ethics
Annual Review 
The Code of Ethics is reviewed annually to ensure its policies 
reflect the Company’s values and applicable federal, state and 
local regulatory updates.

In order to maintain an effective compliance program, C.H. Rob-
inson has set up a Compliance Committee whose responsibility 
is to provide oversight of administration and enforcement of the 
Company’s Code of Ethics.

The Compliance Committee is made up of the Chief Financial 
Officer, Chief Human Resources Officer, Chief Legal Officer and 
one or more Vice Presidents of Operations.

Procedures for Ensuring Effectiveness
In order to ensure the effectiveness of its Code of Ethics, 
C.H. Robinson has procedures for: 

• Verification of the prompt distribution of the Code of Ethics 
to new and existing employees.

• Verification of training on the Code of Ethics for new team 
members, and periodic training on key Code of Ethics 
sections, as warranted.

• Verification of the certification process by which employees 
affirm that they have read and understand the Code of 
Ethics.

• Verification of the use of the compliance anonymous re-
porting system to report violations including review of the 
number of reported violations as well as other information 
received through the system.

• Verification of the internal investigation and discipline pro-
cess, including the confidentiality and thoroughness of the 
investigations and documentation.

• Verification that reprisals are not being taken against em-
ployees who report violations. 

Team Member Code of Ethics Review
Upon hire/contract and annually thereafter, all team members 
will be required to review the Code of Ethics. Each team mem-
ber must certify that they have received the documents, read 
and understood their contents and agrees to abide by the letter 
and spirit of each.

In addition, each team member will be required annually to 
certify that they have not committed any violations and are not 
aware of any violations by others. Leaders are responsible for 
ensuring that their team members comply with the Code of 
Ethics.

Auditing Code of Ethics Effectiveness
From time to time, C.H. Robinson will find it necessary to have 
auditors and investigators involved in the process of reviewing 
and auditing the effectiveness of our Code of Ethics. It is neces-
sary that you fully cooperate with their investigations.
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Reporting and Investigating 
Violations of the Code of Ethics
Determining If a Violation Occurred
Determining whether a violation occurred is perhaps the most im-
portant step in the process of enforcing the Code of Ethics. Given 
the variety of possible violations, and the range of circumstances 
in which they can occur, C.H. Robinson cannot employ a uniform 
procedure for the investigation and determination of violations.

In some cases, informal meetings between leaders and team 
members may be sufficient to address minor violations, while 
serious violations may merit a full and formal investigation.

There are, however, certain principles which will be constant 
from case to case. In all cases:

• Team members will be given advance notice and an oppor-
tunity to explain their actions and the leaders directing the 
investigation will carefully document all actions taken and 
decisions reached.

• Upon request, those involved may request the final disposi-
tion of an investigation.  

Timing of Investigation

We will take all reasonable steps to investigate reported viola-
tions promptly and thoroughly. All team members are expect-
ed to cooperate fully with internal investigations, which may 
include speaking with leaders and/or members of the Legal 
Department or Human Resources Department.

Outcomes of an Investigation
Any employees determined to have engaged in a violation of 
the Codes of Ethics will be subject to appropriate disciplinary 
action, up to and including termination of employment or ter-
minating a contract. The C.H. Robinson policy is to enforce the 
Code of Ethics in a reasonable and consistent fashion; however, 
the form of action which is appropriate will be case-specific.

There are certain offenses and violations which are so serious that 
immediate dismissal of employment or termination of contract is 
proper in all cases. For guidance as to these particular offenses and 
violations, contact Human Resources or the Legal Department.

Protecting Confidentiality
We take reasonable precautions to maintain the confidentiality 
of those who report violations of the law or the Code of Ethics 
and will take all necessary measures to keep the investigation 
as confidential as possible and shared information only on a 
need-to-know basis. This confidentiality includes both the confi-
dentiality of the person making the report as well as the person 
about whom the report is made. There may be instances, 
however, where we cannot assure this confidentiality for reasons 
beyond our control.

To uphold the integrity of the investigation, team members 
involved or who have made reports are asked to maintain confi-
dentiality of the information involved in the investigation.

Non-Retaliation
Team members who report violations of the law or of the Code 
of Ethics in good faith will not be subject to retaliation. This in-
cludes anything affecting the team member’s working conditions 
or status, including, but not limited to compensation, schedules 
and workstations. Failing to report or condoning a violation of 
the law or Code of Ethics may lead to corrective action up to 
and including termination unless such reporting is prohibited 
by law in the country where the team member is located. This is 
not the case in the United States.

mailto:Employee.Relations%40chrobinson.com?subject=
http://worknet/legal
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Additional Responsibilities for Leaders
You play a unique role in creating an open and trusting environment where team 
members are comfortable asking questions or talking about ethical issues. You are also 
responsible for preventing intimidation or retaliation against those who report 

suspected violations or cooperate with any investigations.

Start by setting a good example in all actions and decisions. Display your personal com-
mitment to the ethical and legal principles in this Code of Ethics by demonstrating what 
it means to act with integrity and making sure all team members understand and comply 
with all laws and the Code of Ethics.

Team members are required to promptly report any known or suspected violations of 
the laws or the Code of Ethics.
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